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1 DEFINITIONS 
 

The definitions of the conventional terms used in this document are provided below. 
 
“Sensitive Activities”: activities which, considering their specific content, may be exposed to 
the potential commission of the offences established in regulations and referred to in Italian 
Legislative Decree no. 231/2001; 
 
“Bank” and/or “Parent Company”: Aareal Bank AG, Wiesbaden, Paulinenstrasse 15, 
Germany; 
 
“Code of Conduct”: the specific document that formalises the foundational values and 
general principles of conduct in force within the Aareal Bank Group; 
 
“Employees” (or “Personnel”): parties with an employment relationship, including 
executives, as well as parties working at the bank under staff leasing agreements 
(“temporary workers”); 
 
“Addressees”: pursuant to art. 5 of Italian Legislative Decree no. 231/2001, all parties with 
representation, administration and management or management and control (also de facto) 
functions at the Branch, and employees. The Model also applies, within the limits of the 
relationship in force, to everyone who, although they may not be employed by the Branch, 
work under its mandate or on its behalf or are in any event linked to it by significant legal 
relations in terms of crime prevention (contractors, consultants or other third parties linked by 
a contractual relationship other than an employment agreement); 
 
“Divisions”: the organisational structures of the Branch, described in more detail in the 
Paragraph “Branch Organisational Structure”; 
 
“Italian Legislative Decree no. 231/2001” or “Decree” or “Decree 231”: Italian Legislative 
Decree no. 231 of 8 June 2001 (Regulations on the administrative liability of legal entities, 
companies and associations, even without legal personality, in accordance with art. 11 of 
Italian Law no. 300 of 29 September 2000) as amended; 
 
“Group”: the Aareal Bank Group, understood as the Bank and all of its subsidiaries in Italy 
and abroad; 
 
“Guidelines”: guidelines for the construction of organisation, management and control 
models pursuant to Italian Legislative Decree no. 231/2001 issued by the trade associations 
(Italian Banking Association, Association of Foreign Banks in Italy, Italian Manufacturers’ 
Federation); 
 
“Organisation, Management and Control Model” or “Model”: the organisation, 
management and control model adopted by the Bank for the Branch in compliance with 
Italian Legislative Decree no. 231/2001; 
 
“Supervisory Body” or “Body”: the body in charge of supervising the functioning of and 
compliance with the Model and the Code of Ethics, as well as their updating, pursuant to art. 
6 of Italian Legislative Decree 231/2001; 
 
“Management Body”: Board of Directors, Aareal Bank AG, Wiesbaden, Germany; 
 
“Public Administration” or “Public Institution”: for example, regional and non-regional 
public institutions (state, region, province, municipality, chamber of commerce, local health 
authority, labour inspectorate, etc.); institutions established and governed by state law; 
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companies wholly or predominantly owned by the state; companies controlled by companies 
wholly or predominantly owned by the state; public service concession holders; 
 
“Legal Representative” or “General Manager”: Legal Representative of the Branch; 
 
“Top Management”: the people with representation, administration or management functions 
or who exercise, including de facto, Branch management and control (art. 5, paragraph 1, 
Italian Legislative Decree no. 231/2001); 
 
“Subordinates”: refers to the parties subject to the management or supervision of the Top 
Management, who must execute, in a subordinated position and otherwise, the directives of 
the Top Management or who are subject to their supervision. 
 
“Branch”: Aareal Bank AG - Rome Branch, a permanent establishment of Aareal Bank AG, 
with registered office in Germany, Wiesbaden, Paulinenstrasse 15. 
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2 SUBJECTIVE AREA OF APPLICATION OF THE MODEL 
OF AAREAL BANK AG - ROME BRANCH 

 
Before describing the main content of this General Part, it is appropriate to specify the criteria based on 
which the parties to whom this Organisation, Management and Control Model (also referred to as 
“Model”) applies have been identified and classified.  
 
In particular, a three-part division has been established which distinguishes among:  
 

 Addressees, parties in relation to whom observance of the Model is ensured through the 
reference to and any exercise of powers characterising the employment relationship or 
substantially similar powers; 

 Other Addressees, for whom observance of the Model is required at the time of 
appointment; 

 Third Parties, or those linked to the Branch by contractual relationships other than 
employment, in relation to whom dedicated clauses have been signed to ensure observance 
of the Model (e.g., Consultants, Suppliers, Business Partners).  
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3 ITALIAN LEGISLATIVE DECREE NO. 231 OF 8 JUNE 
2001 

 

3.1 The introduction of administrative liability resulting from an 
offence  
 
 
In execution of the mandate granted by the Parliament by Italian Law no. 300 of 29 September 
2000, on 8 June 2001 the Italian legislature issued Italian Legislative Decree no. 231/2001 
(also referred to as “Decree”) containing “Regulations on the administrative liability of legal 
entities, companies and associations, also without legal personality”.  
 
As a result of the entry into force of the Decree, the Italian legislation on the liability of legal 
persons has been adapted to the provisions of certain international conventions already signed 
by our country1. 
 
Until the issue of the Decree, regulations did not permit a company to appear in the role of 
suspect person/defendant in criminal proceedings.  
 
With the introduction of the Decree, the principle according to which “societas delinquere non 
potest” was annulled, and a type of liability similar to criminal liability was introduced for entities 
(hereinafter, also referred to collectively as “Entities” and individually as “Entity”), which works 
alongside the liability of the natural person who acted as the material perpetrator of the offence. 
 

3.2 The objective prerequisites of administrative liability resulting 
from an offence. 
 
Art. 5 of the Decree identifies the objective criteria of the charge, setting forth three conditions 
in the presence of which the offence committed by the natural person may be linked to the 
entity: 

i. the agents must be natural persons in a management or subordinate position; 
ii. the offence must be committed in the interest or for the advantage of the entity; 

iii. the agents should not have acted in the exclusive interest of themselves or of third 
parties. 

 

 
1 In particular: Brussels Convention dated 26 July 1995 on the protection of financial interests; Brussels Convention of 26 May 
1997 on combating bribery of public officials both in the European Community and in the Member States; OECD Convention 
of 17 December 1997 on Combating Bribery of Foreign Public Officials in International Business Transactions. The legislature 
ratified, by Law no. 146/2006, the United Nations Convention and Protocols against Transnational Organized Crime adopted 
by the General Assembly of 15 November 2000 and 31 May 2001. 
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The natural persons whose criminal behaviour results in the liability of Entities are identified in art. 5, 
paragraph 1 of the Decree which - based on the theory of “guilt by association” - establishes that the 
Entity is liable for offences committed in its interest or for its advantage:  

a) by persons who represent, administer or direct the entity or one of its organisational 
units vested with financial and functional autonomy, as well as by persons who exercise 
the management and control, also de facto;  

b) by persons subject to the management or supervision of one of the parties set forth in 
letter a).  

With regard to the parties pursuant to letter a), the legislature is not interested in whether the 
management position is held “formally”; rather, it is sufficient that the functions exercised, even 
“de facto”, are effectively management and control functions (both must be exercised, as 
specified by the Ministerial Report to the Decree). In addition, in accordance with the Decree, 
the Entity may be held  
 
liable even if the perpetrator of the offence has not been identified, but is surely classified in 
the category of parties pursuant to points a) and b) of art. 5 of the Decree, or the offence is no 
longer punishable with respect to the offending natural person for a reason other than amnesty.  
 
The “interest” of the Entity always presupposes an ex ante verification of the criminal conduct 
of the natural person, while the “advantage”, which may be achieved by the Entity even if the 
natural person has not acted in its interest, always requires an ex post verification.  
“Interest” and “advantage” each have a specific and autonomous significance, as it can well 
be the case that conduct based on interest may indeed not be advantageous a posteriori (the 
regulatory assumption of the commission of offences “in its interest or for its advantage” is not 
“two for one”, because the terms regard legally different concepts, as it is possible to identify 
an interest upstream due to unlawful gain, as a result of the offence, from an advantage 
objectively achieved with the commission of the offence, although not envisioned ex ante, so 
that the interest and the advantage are in real concurrence: amongst many, see. Cass. Crim., 
Sect. IV, Sentence no. 38363 of  09.08.2018).  
 
The Entity does not bear liability, on the other hand, if the people associated with it - either in 
a management position or others - acted in the exclusive interest of themselves or of third 
parties.  
The Entity’s liability must also be excluded “if it in any event receives an advantage from the 
unlawful conduct enacted by the natural person, if it is found that the offender acted “in the 
exclusive interest of him or herself or of third parties [...]: in that case, in fact, there would be a 
“chance” advantage, and as such not attributable to the desire of the entity” (Cass. Crim., Sect. 
I, Sentence no. 43689 of 29 October 2015).  
The reference is to all of those situations in which, evidently, the offence committed by the 
natural person is in no way associated with the Entity, as it was not committed even in part in 
its interest (in that case, the Judge is not required to verify whether the Entity obtained an 
advantage or not). On the other hand, if the perpetrator of the offence committed the offence 
in the “prevalent” interest of his or herself or of third parties and the Entity has received no 
advantage or a minimum advantage, the entity’s liability will in any event apply, without 
prejudice to the attenuating factor with special effect, set forth by art. 12, paragraph 1, letter a) 
of the Decree (i.e., the financial penalty is reduced by half and cannot in any event be greater 
than € 103,291.00). 
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3.3 The subjective prerequisites of administrative liability 
resulting from an offence 
 
Articles 6 and 7 of the Decree identify the subjective criteria of the charge, establishing specific 
forms of exemption from the administrative liability of the Entity, since, for administrative liability 
resulting from an offence to apply, it is not sufficient for the offence to be objectively connected 
with the entity, but it also must be possible to formulate a judgement of criticism with respect 
to the entity. 
 
In that sense, according to art. 6, paragraph 1 of the Decree, if Top Management figures are 
charged with the offence, the Entity is not deemed liable if it can be proved that:  

 before the deed was committed, it adopted and implemented a Model that was suitable 
for preventing one of the Predicate Offences of the type that occurred;  

 it appointed an independent body with autonomous powers to supervise the functioning 
and observance of the Model and handle its updating (hereinafter, the “Supervisory 
Body” or “SB” or “Body”);  

 
 The Predicate Offence was committed by fraudulently evading the measures established in the 

Model;  
 the SB did not fail to or insufficiently supervise.  

 
For Subordinates, the adoption and effective implementation of the Model means that the 
Entity shall be liable only if the commission of the Predicate Offence was made possible due 
to non-compliance with management and supervision obligations (joint provisions pursuant to 
paragraphs 1 and 2 of art. 7 of the Decree). Unlike what is set forth for an offence committed 
by a person in a top management position, in this case, the prosecutor bears the burden of 
proving the failure to adopt and ineffective implementation of the models. 
 
Lastly, it should be noted that, under art. 23 of the Decree, the Entity can also be held liable in 
the case of: 

 failure to observe bans or if a ban or a preventive prohibition measure has been applied, 
pursuant to the Decree, the entity violates the inherent obligations or prohibitions;  

 offences committed abroad by a person functionally linked to the entity, provided that 
the State of the place where the offence was committed does not take action with 
respect to such offences.  

 
 

3.4 Offences entailing the administrative liability of Entities 
 
However, the administrative liability of the Entity is not “linked” to the commission of any 
offence. It may arise only in relation to those criminal offences expressly referred to in the 
Decree and in Italian Law no. 146/2006. 
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Indeed, in compliance with the legality principle pursuant to art. 2 of the Decree, for the Entity 
to be considered liable, only specific types of so called “predicate” offences are identified as 
significant (hereinafter, also referred to as “Predicate Offences”), which, when committed, can 
result in direct liability attributed to the Entity.  
 
Compared to the original core of relevant offences introduced in 2001, the list of offences 
giving rise to the liability of the Entity has been considerably extended and is constantly 
being expanded2. 
 
Among the latest additions to the list of Predicate Offences see below: 

 Decree Law no. 124/2019, converted with amendments by Law no. 157/2019, containing 
"Urgent provisions on tax issues and for urgent needs", which introduced among the predicated 
offences the one  of "Fraudulent declaration through the use of invoices or other documents for 
non-existent transactions", "Fraudulent declaration through other artifices", "Issuance of 
invoices or other documents for non-existent transactions", "Concealment or destruction of 
accounting documents", "Fraudulent subtraction to pay  taxes" (referred to respectively in 
Articles 2, 3, 8, 10 and 11 of Legislative Decree 74/2000); 

 Decree Law No. 75 of 14 July 2020 regarding the "Implementation of Directive (EU) 2017/1371 
on combating fraud affecting the financial interests of the European Union through criminal 
law", which introduced the following offences among the predicate offences: i. 'Fraud in public 
supplies' (356 Criminal Code, referred to in Article 24 of Legislative Decree 231/2001), ii. 
Embezzlement, embezzlement by exploiting the error of others and abuse of office 
(respectively, ex Articles 314 paragraph 1, 316 and 323 of the Italian Criminal Code, referred 
to in Article 25 of Legislative Decree 231/2001), iii. Unfaithful declaration, omitted declaration 
and undue compensation (ex Articles 4, 5 and 10 quater of Legislative Decree 74/2000, also 
committed in part within another Member State of the European Union for the purpose of 
evading VAT, referred to in Article 25 quinquiesdecies of Legislative Decree 231/2001); iv. 
Smuggling offences referred to in the Presidential Decree no. 43 of 1973 (referred to in the new 
Article 25 sexiesdecies of Legislative Decree 231/2001); 

 Legislative Decree No. 195 of 8 November 2021, on "Implementation of Directive (EU) 
2018/1673 of the European Parliament and of the Council of 23 October 2018 on combating 
money laundering by means of criminal law", in force since 15 December 2021, which amended 
the predicate offences of "Receiving Stolen Goods" (art. 648 of the Criminal Code), "Money 
Laundering" (art. 648 bis of the Criminal Code), "Use of Money, Goods or Benefits of Unlawful 
Origin" (art. 648 ter of the Criminal Code) and "Self-Money Laundering" (art. 648 ter.1 c.p.), 
referred to in Article 25 octies of Legislative Decree 231/2001; 

 Law no. 238 of 23 December 2021 (so-called European Law) - which came into force on 1 
February 2022 - containing provisions for the fulfilment of obligations deriving from Italy's 
membership of the European Union, which made - among other things - a number of 
amendments to the predicate offences set out in Articles 24-bis (Computer crimes and unlawful 

 
2 Indeed, from a first point of view, there has been a strong pressure from the Community bodies; from a second point of view, 
also at national level, various proposals have been submitted aimed at introducing further relevant offences. Moreover, the 
hypothesis of directly including the liability of entities within the criminal code has also been examined (see the works of 
Pisapia Commision), with a consequent change in the nature of liability (which would become, to all intents and purposes, 
criminal and no longer - formally - administrative) and the extension of the relevant offences. More recently, proposals have 
been put forward to amend the Decree in order to take advantage of the experience gained in applying it and, ultimately, to 
'remedy' certain aspects that appeared excessively burdensome. 
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data processing), 25-quinquies (Crimes against the individual) and 25-sexies (Market abuse 
offences) of Legislative Decree 231/2001; 

 Decree-Law no. 4 of 27 January 2022, converted, with amendments, by Law no. 25 of 28 March 
2022, concerning "Urgent measures in support of businesses and economic operators, labour, 
health and territorial services, connected to the COVID-19 emergency, as well as for the 
containment of the effects of price increases in the electricity sector", which made certain 
amendments to the Crimes against the Public Administration, specifically modifying the offence 
under Article 316-bis of the Criminal Code (now under the heading "Misappropriation of public 
funds"), as well as extending the scope of the offences "Misappropriation of public funds" under 
Article 316-ter of the Criminal Code, and "Misappropriation of public funds" under Article 316-
ter of the Criminal Code, which is now under the heading "Misappropriation of public funds" 
under Article 316-ter of the Criminal Code. 316-bis of the Criminal Code (now entitled 
"Misappropriation of public funds"), as well as extended the scope of the offences of "Undue 
receipt of public funds" pursuant to Article 316 ter of the Criminal Code and “aggravated fraud 
for the obtainment of public funds” pursuant to Article 640 bis of the Criminal Code; 

 Law no. 22 of 9 March 2022 concerning "Provisions on crimes against the cultural heritage", 
which introduced among the predicate offences the cases of "Theft of cultural goods" (art. 518 
bis criminal code), "Misappropriation of cultural goods" (art. 518 ter of the Criminal Code), 
"Receiving stolen cultural goods" (art. 518 quater of the Criminal Code), "Forgery in a private 
contract relating to cultural goods" (art. 518 octies of the Criminal Code), "Violations regarding 
the sale of cultural goods" (art. 518 novies of the Criminal Code), "Illegal importation of cultural 
goods" (Article 518 decies of the Criminal Code), "Illegal exportation or exportation of cultural 
goods" (Article 518 undecies of the Criminal Code), "Destruction, dispersion, deterioration, 
defacement, embellishment and illegal use of cultural or landscape goods" (Article 518 
duodecies of the Criminal Code), "Counterfeiting of works of art" (Article 518 quaterdecies of 
the Criminal Code), referred to in the new Article 25 septiesdecies of Decree 231, as well as 
"Laundering of cultural goods" (Article 518 sexies of the Criminal Code) and 'Devastation and 
looting of cultural and landscape heritage' (Article 518 terdecies of the Criminal Code), referred 
to in the new Article 25- duodevicies of Legislative Decree No. 231/2001. 

 
Currently, the predicate offences of the administrative liability of Entities are associated with 
the categories listed in the table below: 
 

Ref. Leg. Dec. 
231/2001 

Offence category 

Art. 24 Misappropriation of funds, fraud against the State or another public body to obtain public 
funds and computer fraud against the State 

Art. 24 bis Cybercrime 
Art. 24 ter Organised crimes 
Art. 25 Extortion, undue enticement to give or promise other benefits, corruption and bribery 
Art. 25 bis Counterfeiting currency, public paper, revenue stamps and instruments or distinctive signs 
Art. 25 bis.1 Crimes against business and commerce 

 
Art. 25 ter Corporate offences 
Art. 25 quater Crimes for the purpose of terrorism or subversion of democracy set forth in the Criminal Code 

and special laws 
 

Art. 25 quater. 1 Mutilation of the female genital organs 
Art. 25 quinquies Offences against the individual 

 
Art. 25 sexies Market abuse 
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Art. 25 septies Crimes of negligent homicide and serious or very serious injuries committed with the 
violation of accident prevention regulations and occupational health and safety protection 
regulations 

Art. 25 octies Receiving stolen goods, money laundering and using ill gotten money, goods or benefits as 
well as self-laundering 
 

Art. 25 octies 1 
 

Crimes relating to non-cash payment instruments 

Art. 25 novies Copyright violation offences 
 

Art. 25 decies Persuasion to not make statements, or to make false statements, to the judicial authority 
 

Art. 25 undecies Environmental crimes 
Art. 25 duodecies Employing illegally staying third-country nationals 
Art. 25 terdecies Racism and xenophobia 
Art. 25 quaterdecies Fraud in sporting competitions and abusive exercise of gambling or betting activities. 
Art. 25 quinquiesdecies Tax offences  
Art. 25-sexiesdecies  Smuggling offences 
Art. 25 septiesdecies Crimes against the cultural heritage 
Art. 25 duodevicies Laundering of cultural property and devastation and looting of cultural and landscape assets 
L. no. 146/2006 Transnational offences 
Law no. 9/2013 Liability of entities for administrative offences related to the virgin olive oil chain 

 
This being said, it is worth noting that under art. 26 of the Decree, the Entity is deemed liable 
for the offences specified above (with the exception of the case pursuant to art. 25 septies of 
the Decree) even if they were only attempted.  
Attempted offences take place when deeds are carried out which are suitable, and 
unambiguously intended, to commit a crime, but the action is not completed or the event does 
not take place (see art. 56 of the Criminal Code).  
In the event of the attempted commission of the offences specified in Chapter I of the Decree 
(articles 24 to 25 duodecies, with the exception of art. 25 septies of Decree 231), the fines (as 
regards amount) and, if applicable, the bans (in terms of duration) are reduced by from one-
third to half (see art. 26, paragraph 2 of Italian Legislative Decree no. 231/2001). 
The imposition of penalties is instead precluded when the entity voluntarily prevents the 
completion of the action or the realisation of the event (see art. 26, paragraph 2 of Italian 
Legislative Decree no. 231/2001). 
In that circumstance, the exclusion of penalties is justified due to the omission of all 
relationships of association between the entity and the parties who act in its name or on its 
behalf. 
 

3.5 Penalties established by the Decree  
 
Should the persons pursuant to art. 5 of the Decree commit one of the Predicate Offices, the 
Entity may be subject to several highly detrimental penalties.  
 
Pursuant to art. 9 of the Decree, the following types of penalties (referred to as administrative) 
are applicable:  

 fines (arts. 10-12 of the Decree): these always apply for each administrative offence and are 
punitive, not compensatory, in nature. Only the entity bears liability for the payment of the fine 
with its assets or with the joint fund. The sanctions are calculated based on a system “of quotas, 
in a number no less than one hundred and no more than one thousand”, the number of which is 
determined by the judge based on the seriousness of the offence and the degree of liability of 



 

  12 

the entity, and the activity carried out by the entity to eliminate or attenuate the consequences 
of the unlawful action and to prevent the commission of additional offences; each individual 
quota ranges from a minimum of € 258.23 to a maximum of € 1,549.37. The amount of each 
quota is determined by the Judge by taking into consideration the entity’s economic and 
financial conditions; the amount of the fine is therefore determined based on the multiplication 
of the first factor (number of quotas) by the second (amount of the quota);  

 
 bans (articles 13-17 of the Decree): these apply only in the cases in which they are expressly 

required and are (art. 9, paragraph 2):  
 the prohibition against carrying on business;  
 the suspension or withdrawal of authorisations, licences or concessions functional to the 
commission of the offence;  
 the prohibition against contracting with the Public Administration, unless to obtain 
public services; this prohibition may also be limited to specific types of contract or specific 
administrations; 
 the exclusion from facilitations, loans, contributions or subsidies and the possible 
withdrawal of those already granted;  
 the prohibition against advertising goods or services. 

 
Bans limit or condition business activities, and in the most serious cases paralyse the entity 
(prohibition against carrying on business); they are also meant to prevent conduct associated 
with the commission of offences. Indeed, art. 45 of Decree 231 establishes the application of 
the bans specified in art. 9, paragraph 2 on a precautionary basis when there is serious 
evidence that the entity is liable for an  
 
administrative offence resulting from an offence and there are grounds and specific elements 
pointing to a concrete danger that offences of the same nature as that for which proceedings 
are being brought may be committed.  
 
These penalties apply in the cases expressly set forth in Decree 231 when at least one of the 
following conditions is met: 

 the entity has received significant profit from the offence and the offence was committed by 
parties in top management positions or parties subject to the management of others and, in this 
case, the commission of the offence was caused or facilitated by serious organisational gaps; 

 if the offences are reiterated. 
 
Bans have a term of at least three months and at most two years; however, as a result of the 
amendments made by Law no. 3/2019 (the so-called “Spazzacorrotti” Law), an exception is 
made in case of conviction for the offences referred to in Article 25, paragraphs 2 and 3 of 
Legislative Decree no. 231/2001 (graft, own bribery, undue inducement to give or promise 
benefits, bribery in judicial proceedings), in relation to which the applicable disqualifying 
sanction has a duration of "not less than four years and not more than seven years" if the 
predicate offence was committed by a senior person, that is to say  a duration of "not less than 
two years and not more than four years" if the predicate offence was committed by a person 
subject to the management and control of the senior person3. 

 
3 However, the duration of  disqualifying sanctions returns to the ordinary duration established by Article 13, paragraph 2 of 
the Decree (that is to say, not less than three months and not more than two years) "when, before the judgment of first instance, 
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Moreover, in derogation of these time guidelines, it is possible for bans to be applied 
permanently in the most serious situations described in art. 16 of Decree 231. 
 

 confiscation (art. 19 of the Decree): this is an autonomous and mandatory penalty that applies 
with the criminal conviction against the entity, and regards the price or the profit of the offence 
(except for the part that may be returned to the injured party), or, if this is not possible, amounts 
of money or other benefits with a value equivalent to the price or the profit of the offence; the 
entitlements acquired from the third party in good faith are excluded. The purpose is to prevent 
the entity from exploiting unlawful conduct for the purpose of “gain”; with regard to the 
meaning of “profit”, considering the relevant impact that confiscation may have on the entity’s 
assets, legal theory and case law have expressed different and varying orientations due to the 
newness of the matter with reference to the “confiscation penalty” set forth in Decree 231. Art. 
53 of Decree 231 establishes the possibility to order precautionary confiscation in order to 
confiscate assets of the entity which constitute the price or the profit of the offence if legal 
conditions are satisfied; the procedure set forth in articles 321 et seq. of the Code of Criminal 
Procedure applies with regard to precautionary confiscation; 

 
 publication of the ruling (art. 18): this may be ordered when a ban is applied against the entity. 

Publication takes place at the expense of the entity, and is carried out by the court clerk; the 
purpose is to make the general public aware of the criminal conviction. 

 

3.6 Interim measures 
 
Decree 231 allows for the possibility of applying the bans set forth in art. 9, paragraph 2 to the 
Entity on a precautionary basis as well.  
 
Interim measures meet the need for procedural precaution, as they are applicable in the course 
of proceedings against a party who is being investigated or is the defendant, but who has not 
yet been criminally convicted. For this reason, interim measures may be ordered, at the request 
of the Public Prosecutor, when specific conditions are met. 
 
Art. 45 of the Decree specifies the prerequisites for the application of interim measures, 
subjecting the application of such measures to the existence of “serious evidence of culpability” 
with respect to the liability of the entity, thereby following the provision set forth in art. 273, 
paragraph 1 of the Code of Criminal Procedure.  
The assessment of serious evidence relating to the applicability of interim measures pursuant 
to art. 45 of the Decree must take into consideration:  

 the complex type of administrative offence with which the entity may be charged;  
 the relationship of dependence with the predicate offence;  
 the existence of the interest of or advantage for the entity. 

 

 
the entity has effectively taken steps to prevent the criminal activity from having further consequences, to ensure the evidence 
of the offences and the identification of the perpetrators, or for the seizure of the sums or other benefits transferred, and has 
eliminated the organisational deficiencies that led to the offence by adopting and implementing organisational models to  
prevent offences such as the one committed". 
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The procedure for applying interim measures is modelled on that outlined by the Code of 
Criminal Procedure, although with certain derogations. The Judge responsible for ordering this 
measure, at the request of the Public Prosecutor, is the presiding Judge or, in the preliminary 
investigations phase, the Judge for Preliminary Investigations. The application order is that set 
forth in art. 292 of the Code of Criminal Procedure, a rule expressly referred to in art. 45 of 
Decree 231.  
After receiving the request from the Public Prosecutor, the Judge will schedule an ad hoc 
hearing in chambers to discuss the application of the measure; that hearing is attended by the 
Public Prosecutor as well as the entity and its defence attorney which, before the hearing, may 
access the files of the Public Prosecutor and view the elements on which the application is 
based. 
 

3.7 Regulations on offences committed abroad and offences 
committed in Italy by entities with corporate headquarters abroad 
 
Art. 4 of Italian Legislative Decree 231/2001 governs the situations in which entities with 
corporate headquarters in Italy may be deemed liable for offences committed abroad.  
 
The regulation establishes that the Italian Judge may proceed against the entity if it will be 
responsible for deciding on the liability of the perpetrator of the offence. In these cases, the 
perpetrator of the offence committed abroad will need to fulfil the conditions set forth in articles 
7, 8, 9 and 10 of the Criminal Code, specifically referred to in art. 4, which: 
 
• by making reference to articles 7-10 of the Criminal Code, sets the initial conditions that 
must be met for the entity to be held liable for offences committed abroad; 
• requires the entity to have its corporate headquarters in Italy; 
• establishes that, if the law requires the request of the Ministry of Justice to proceed 
against the natural person, this request must be formulated with respect to the entity as well; 
• contains a particularly significant clause that rules out bringing proceedings against the 
legal entity if the State of the place in which the offence was committed has decided to bring 
proceedings against the company. 
 
On the other hand, art. 4 makes no mention of the opposite case, with respect to offences 
committed in Italy by companies with corporate headquarters abroad.  
However, it is not possible to state that Italy lacks jurisdiction in this case just because the 
legislature fails to make mention of this matter. Indeed, in that case it can be deduced that Italy 
has jurisdiction based on the set of provisions of Decree 231, particularly art. 36 of the Decree, 
according to which the Criminal Judge qualified to take cognisance of the predicate offence is 
likewise qualified to take cognisance of the administrative offence of the entity, as the 
competence to decide on that offence is based on the place where the predicate offence took 
place. 
 
The scope of Italian jurisdiction, also in relation to the administrative offence, is therefore 
delimited by what is set forth in general in art. 6 of the Criminal Code, which establishes that 
“the offence is deemed committed in the territory of Italy when the action or omission which 
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constitutes it took place entirely or partly therein, or if the event and the consequence of the 
action or omission took place therein”. 
 
As a result, the moment at which a foreign entity, in the case in question a bank, decides to 
carry on business in Italy, it is required to comply with Italian regulatory provisions, as, for 
foreign entities, there can be no type of “self-exclusion” from local regulations in clear contrast 
with art. 3 of the Criminal Code. Arguing in that sense, in application of the principle of the 
obligatory nature of criminal law pursuant to art. 3 of the Criminal Code, a bank with corporate 
headquarters abroad (as, in general, a foreign entity) which decides to carry on business in 
Italy, whether or not it has branches within the Italian territory, is required to comply with Italian 
regulatory provisions. 
 
Specifically with regard to “branches”, the Consolidated Banking Act establishes that a 
“branch” refers to an office lacking legal personality that constitutes a part of a bank and directly 
carries out, all or in part, the activities of the bank. This definition easily includes both branches 
of Italian banks and those of foreign banks (EU and non-EU). Civil case law, which has dealt 
with the legal formalisation of the activities of branches, tends to recognise them as “agents” 
pursuant to art. 2203, paragraph 2 of the Italian Civil Code, so that such activity must be 
attributed to the legal entity, of which the branches are simply an offshoot.  
 
Aside from issues linked to statutory qualification, there is no doubt that the commission of 
predicate offences of the administrative liability of entities by a branch exposes the entity to 
the correlated liability, as, pursuant to art. 5, paragraph 1, letter a) of Decree 231, the branch 
constitutes an “organisational unit with financial and functional autonomy”, and as a result can 
be subject to the provisions of Decree 231. 
 
As a result, offences committed by persons who hold management positions or are employees 
in the branch expose the entity to the corresponding liability. 
 
Therefore, the Italian Criminal Judge has jurisdiction over the administrative offence resulting, 
for example, from a crime of corruption, if the provision of the funds to the Public Official - 
taking place via the crediting of the relative sums of money to foreign accounts - was preceded 
by a corruptive agreement concluded in the Italian territory; or the administrative offence 
resulting from a crime of  
 
money laundering committed through the replacement of ill-gotten gains, if such transaction 
was carried out with the involvement of the Italian branch; or, a crime of market manipulation, 
if the investment order - placed by the desk of the “parent” company located abroad - generated 
a considerable alteration in the price of a financial instrument placed on the Italian market. 
 

3.8  Banking activity and “special characteristics” of the penalty 
system 
 
Italian Legislative Decree no. 197 of 9 July 2004 (adopted in implementation of Directive 
2001/24/EC on the reorganisation and winding up of credit institutions) establishes that the 
bans pursuant to art. 9, paragraph 2, letters a) and b) of Italian Legislative Decree no. 231/2001 
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(therefore, a temporary prohibition against carrying on business and the suspension or 
withdrawal of authorisations, licences or concessions), imposed by a definitive ruling against 
a bank or a stock brokerage firm or an asset management company or a SIVAV, are enforced, 
once the terms for the conversion of the penalties have passed, not by the Public Prosecutor 
(as set forth in art. 77 of Decree 231), but rather by the Bank of Italy or Consob, which may 
propose or adopt, each within the scope of its own responsibilities, the deeds set forth 
respectively in title IV or Italian Legislative Decree no. 385 of 1993 (“Consolidated Banking 
Act”) or title IV of part II of Italian Legislative Decree no. 58 of 1993 (“Consolidated Finance 
Act”). 
As a result of the above, with respect to credit institutions and companies that in any event 
manage assets, the responsibility for enforcing the bans specified above is assigned to the 
bodies responsible for supervision and control over those activities. 
 
Italian Legislative Decree no. 197/2004 also excludes the possibility for bans pursuant to art. 
9, paragraph 2, letters a) and b) of Italian Legislative Decree no. 231/2001 to be applied on a 
precautionary basis against the above-mentioned entities. Lastly, the above-mentioned decree 
specifies that placement under special administration is not possible, either as a preventive 
measure or as a final sanction. 
 

3.9 Impacts of Italian Legislative Decree 231/2001 on the banking 
system 
 
For banks, the Supervisory Authority has created an integrated system of controls that 
permeates all company activities and involves a range of parties. The continuously updated 
Internal Control System (also referred to as “ICS”), which has been implemented for years 
now, has enabled the banks to equip themselves with excellent organisational standards, in 
line with the principle of sound management, which constitutes, although in a broader sense, 
what Italian Legislative Decree no. 231/2001 intends to affirm in the legal system. 
 
Within each bank, a system of rules, procedures and organisational structures is therefore in 
place in order to ensure compliance with company strategies and the maintenance of company 
process effectiveness and efficiency; the safeguarding of the value of assets and protection 
from losses; the reliability and integrity of accounting and management information; the 
compliance of transactions with the law, with supervisory regulations and with policies, plans, 
regulations and internal procedures. 
 
To this end, banks must ensure the necessary separation amongst operating and control 
functions and avoid conflicts of interest in the assignment of responsibilities; be capable of 
identifying, measuring and adequately monitoring all risks assumed or that may be assumed 
in the various operating segments; establish control activities at each level of operations; 
provide for reliable information systems that can  
 
promptly report irregularities found in control activities; enable the registration of each 
operating event with an adequate degree of detail.  
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Each bank carries out monitoring to prevent risks associated with fraud and lack of loyalty by 
employees and those deriving from the bank’s involvement in money laundering transactions; 
monitoring of activities which may entail the risk of losses resulting from errors or inadequacies 
in internal processes, human resources and systems or deriving from external events. These 
principles are shared throughout the company and regard the preparation of financial 
statements, expense items, incoming and outgoing cash flows, the reliability of all financial and 
operating information, so that all activities are compliant with the reference accounting 
standards, laws, regulations, Supervisory regulations and the articles of association. 
 
As set forth in the Italian Banking Association Guidelines (see herein, Paragraph 4, 
BENCHMARKS: GUIDELINES PREPARED BY THE TRADE ASSOCIATIONS), a similar 
network of controls and audits, along with the formalisation of procedures for activities and 
decision-making processes, constitutes a system capable in and of itself of being used to 
prevent the commission of offences, including those pursuant to Italian Legislative Decree no. 
231/2001.  
 
However, this does not mean that banks do not need to check the “strength” of the existing 
system in light of what is laid out by the legislative decree and, when necessary, supplement 
it. Indeed, while the control system in force in banks is a valid instrument for the management 
of company risk in many regards more strictly associated with their operations, it must 
necessarily be updated and implemented in order to prevent the occurrence of the predicate 
offences that result in liability pursuant to Italian Legislative Decree no. 231/2001.  
 
In other words, due to the specific characteristics of the regulations regarding administrative 
liability resulting from an offence pursuant to Italian Legislative Decree no. 231/2001, the rules 
and procedures in force within banks (set forth in service orders, internal provisions, company 
regulations, corporate governance codes, codes of ethics, disciplinary codes) should be 
aligned with the requirements of the Decree, so as to establish a system which - being 
characterised by more stringent rules of conduct, accompanied by a precise system of controls 
(dual signatures, separation of duties, security systems for access to data and other company 
information, etc.) and continuous flows of information - may be circumvented only fraudulently. 
 
 

3.10  Prerequisites and purposes of the adoption and 
implementation of an Organisation, Management and Control Model  
 
In general, the procedures for constructing a valid Model are identified in art. 6 of the Decree 
which, in paragraph 2 and 2 bis4, establishes that Models must meet the following 
requirements:  

 
4 Paragraph 2 bis was introduced by Law no. 179 of 30 November 2017 on whistleblowing, which, with specific reference to 
the private sector, dealt exactly with the subject of the administrative liability for offences of entities pursuant to ex Legislative 
Decree 231/2001, integrating the requirements of suitability and effectiveness of the models referred to in Article 6 of the 
Decree. The paragraph was replaced by Article 24, paragraph 5, of Legislative Decree no. 24 of 10 March 2023, with effect 
from 30 March 2023 and with effect from 15 July 2023; however, pursuant to Article 24, paragraph 2, of Legislative Decree 
no. 24/2023, for private-sector entities that have employed, in the last year, an average of up to two hundred and forty-nine 
employees, under open-ended or fixed-term employment contracts, the obligation to set up the reporting channel on the subject 
pursuant to the same decree takes effect as from 17 December 2023 and, until then, paragraph 2-bis, letters a) and b), of Article 
6 of Legislative Decree no. 231/2001 in the wording in force until 30 March 2023 continues to apply. 
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a. identify the activities within the scope of which the Predicate Offences may be 

committed;  
b. set out specific protocols to plan the definition and implementation of the Entity's 

decisions in relation to the Predicate Offences to be prevented;  
c. identify financial resource management procedures which are suitable for preventing 

the Predicate Offences;  
d. provide for information flows towards the Supervisory Body;  
e. provide for internal reporting channels, the prohibition of retaliation and the disciplinary 

system. 
 
Paragraphs 3 and 4 of art. 7 of the Decree also set forth that:  

 the Model must set out measures suitable for guaranteeing that activities are carried out in 
compliance with law, and for discovering at-risk situations in a timely fashion, taking into 
consideration the type of business carried out as well as the nature and size of the organisation;  

 for the Model to be implemented effectively, routine controls must be carried out and the Model 
must be amended if significant violations of legal precepts are discovered or if significant 
changes are made to the organisation or regulations; the existence of a suitable Disciplinary 
System also assumes relevance.  

 
In addition, specifically with reference to the Model’s effectiveness at preventing (unintentional) 
occupational health and safety offences, art. 30 of Italian Legislative Decree no. 81/2008 
establishes that “the organisation and management Model suitable to exclude the 
administrative liability of legal entities, companies and associations, including without legal 
personality pursuant to Italian Legislative Decree no. 231 of 8 June 2001, must be adopted 
and effectively implemented, ensuring a company system for the fulfilment of all legal 
obligations relating to:  

 compliance with legal technical/structural standards relating to equipment, plants, work 
environments and chemical, physical and biological agents;  

 risk assessment activities and the resulting development of prevention and protection measures;  
 organisational activities, such as emergencies, first aid, tender management, periodic safety 

meetings, consultations of the workers’ safety representatives;  
 health surveillance activities;  
 worker information and training activities;  
 supervisory activities with regard to compliance with safe working procedures and instructions 

by workers;  
 the acquisition of documents and certifications required by law;  
 periodic checks regarding the application and effectiveness of the procedures adopted”.  

 
Also according to art. 30: “The organisation and management Model must include suitable 
systems for recording the fact that activities have taken place. The Organisational model must 
in any event establish, as required based on the nature and size of the organisation and the 
type of business carried out, a breakdown of functions which provides for the technical skills 
and powers necessary to check, assess, manage and control risk, as well as a suitable 
disciplinary system for penalising failure to comply with the measures laid out in the Model. 
The Organisational model must also have a suitable system for checking the implementation 
of the Model and the maintenance over time of the suitability of the measures adopted. The 
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review and any change of the Organisation model must be adopted when significant violations 
of regulations relating to accident prevention and occupational hygiene are discovered, or 
during changes in the organisation and in activities relating to scientific and technological 
progress”.  
 
The law also establishes that, on first-time application, company organisational models defined 
in compliance with ISO 45001:2018 are presumed to be compliant with the requirements 
pursuant to this article as regards the corresponding parts.  
 
It is therefore evident that, although not required by law, the adoption and effective 
implementation of a suitable Model is a necessary prerequisite for Entities in order to benefit 
from the exemption set forth by the Legislator.  
 
In addition, the new paragraph 2 of Article 2086 of the Civil Code imposes on directors the 
obligation 'to establish an organisational, administrative and accounting structure appropriate 
to the nature and size of the company [...]', so that the adoption of an appropriate organisational 
structure to prevent risk has become, indeed, a general obligation for companies. 
 

4 BENCHMARKS: GUIDELINES PREPARED BY THE 
TRADE ASSOCIATIONS  

 

4.1 ITALIAN MANUFACTURERS’ FEDERATION Guidelines 
 
In paragraph 3 of art. 6 of the Decree, the legislature establishes that the Model may be 
adopted on the basis of codes of conduct prepared by the trade associations representing the 
Entities and disclosed to the Ministry of Justice, which may formulate observations. 
 
The first Association to prepare guidelines for the construction of models was the Italian 
Manufacturers’ Federation which, on 7 March 2002, issued its “Guidelines for the construction 
of organisation, management and control models pursuant to Italian Legislative Decree no. 
231/2001” (hereinafter the  
“Confindustria Guidelines”), subsequently amended and lastly updated in June 2021. 
The update of the Guidelines, which regarded the general part as well as the appendix relating 
to the individual offences (“case studies”), was meant to provide instructions on measures 
suitable for preventing the commission of the predicate offences set forth in June 2021. 
The Confindustria Guidelines for the construction of Models provide associations and 
businesses - which do not necessarily have to be members of the Association - with 
methodological instructions on how to prepare an organisational model suitable for preventing 
the commission of the offences specified in the Decree. 
 
The instructions in that document, which is also recognised as valid by the Decree, may be 
schematised in accordance with the following fundamental points: 

 identification of at-risk areas, aiming to verify in which company area/segment the commission 
of the offences envisaged in Italian Legislative Decree no. 231/2001 is possible; 

 identification of the methods for committing the offences; 
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 execution of the risk assessment; 
 identification of control points in order to mitigate the risk of crimes; 
 gap analysis. 

 
The most significant components of the Confindustria control system are: 

 code of ethics and conduct; 
 organisational system; 
 manual and IT procedures; 
 authorisation and signing powers; 
 control and management systems; 
 personnel communications and training. 

 
These components must be guided by the following principles: 

 verifiability, documentability, consistency and coherence of each transaction; 
 application of the principle of the separation of functions (no one can independently manage an 

entire process); 
 documentation of controls; 
 establishment of an adequate penalty system for the violation of the procedures envisaged by 

the model; 
 identification of supervisory body requirements, which may be summarised as follows: 

o autonomy and independence; 
o professionalism; 
o continuity of action. 

 creation of information flows from and to the Supervisory Body. 
 

In any event, it should be highlighted that failure to comply with specific points of the Guidelines 
does not compromise in and of itself the validity of the Model as these are general indications 
which must be adapted to the specific reality of the Entity in which they will be applied. 
 
 
 
Indeed, each Model should be developed in light of the characteristics of the relevant business. 
The crime risk of each company is strictly associated with the economic sector, the 
organisational complexity - not only in terms of size - of the business and the geographical 
area in which it operates. 
 
This means that the Model may not exactly comply with the “Guidelines” - as they are general 
and merely indicative in nature. 
 
 

4.2 ITALIAN BANKING ASSOCIATION (ABI) Guidelines 
 
The Italian Banking Association (also referred to as “ABI”) also issued its own “Guidelines for 
the adoption of organisational models on the administrative liability of banks” (also referred to 
as the “ABI Guidelines”) in 2002, with a subsequent update in 2004, defining the fundamental 
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elements which, within credit institutions, contribute to defining an organisation and 
management model compliant with the provisions of Italian Legislative Decree no. 231/2001. 
 
In particular, the ABI Guidelines list and describe the fundamental components of an 
organisational model suitable for preventing the offences pursuant to Italian Legislative Decree 
no. 231/2001 as follows: 
 

 identification of the activities within the scope of which the offences may be committed; 
 setting out rules to plan the definition and implementation of decisions in relation to the offences 

to be prevented and identification of financial resource management procedures; Code of 
Conduct and policies; 

 appointment of an internal control body with the duty of supervising the functioning of and 
compliance with the organisation and management model adopted by the company and handling 
its updating; 

 providing for information obligations with respect to the control body; 
 definition of a disciplinary system to penalise failure to comply with the organisational model 

and the rules of conduct set forth; 
 disclosure and dissemination of the organisational model adopted; 
 personnel training on the administrative liability of entities and on the components of the model 

adopted. 
 

In light of the instructions provided in the ABI Guidelines, Banks - in general - are exposed to 
the risk that the following categories of offences may be committed: 

 “general” offences, which are not connected - if not as a result of a “random” 
relationship - with the carrying out of banking business. “general” offences, which are 
not connected, if not as a result of a random relationship, with the carrying out of 
banking business and therefore are not associated with specific areas of activity. This 
category of offences may include, for example but not limited to: 

- occupational health and safety crimes; 
- environmental crimes; 
- copyright violations; 
- crimes of terrorism and subversion of democracy; 
- offences against the individual; 
- the offence of employing illegally staying third-country nationals; 
- crimes of racism and xenophobia 

These types of offence are not associated with specific areas of activity; in relation to these 
types, according to the instructions provided in the ABI Guidelines, general organisational 
models are deemed sufficient, which refer to principles of fairness and morality in the conduct 
of banking operators; 
 

 “specific” offences, which may risk taking place due to the specific activities of the 
Bank. for these risks, it may be necessary to check the control systems relating to 
specific risk areas in order to bring them into line with the requirements of the Decree. 
This category includes, for example but not limited to:  

- Corporate offences; 
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- Market abuse; 
- Organised crime; 
- Money laundering. 

4.3 AIBE Guidelines 
The “Guidelines of the Association of Foreign Banks in Italy for the adoption of Organisation, 
Management and Control Models pursuant to Italian Legislative Decree no. 231/2001” (also 
referred to as the “AIBE Guidelines”), issued in 2009, constitute an additional reference. They 
provide information based on best practices, as a supplement to the Italian Banking 
Association Guidelines, with a particular focus on the specific characteristics of the structure 
and operating procedures of members with respect to Italian banks, taking care to distinguish 
between situations in which the foreign bank operates through a branch or when it operates 
under the freedom to provide services regime (“cross-border”).  

In particular, the AIBE Guidelines provide information on aspects which require the specific 
nature of foreign banks in Italy to be taken into consideration as well as the procedures 
whereby they carry on their business, in order to properly apply the provisions of the Decree. 
In that sense, the Guidelines act as a supplement to the ABI Guidelines, which, as they address 
Italian banks, do not consider any circumstances characterising branches of foreign banks. 
 
According to the instructions provided by the trade association in question, in preparing their 
Models, foreign banks should describe the structure and operating procedures of their Italian 
branches, noting systematic internal relations as well as information flows with the foreign 
decision-making and management centre of the parent company/Head Office and/or the 
applicable group. 
In this way, the mapping of activities that may result in the commission of predicate offences 
entailing the administrative liability of entities also concerns structures, functions and decision-
making bodies outside the Italian branch which, in any event, must comply with the provisions 
of the Decree. 
In identifying areas at risk of offences and instrumental areas, foreign banks are therefore 
asked to identify and map all activities carried out by the Italian branch autonomously, as well 
as by the Italian branch with the support of foreign functions and, lastly, those that may be 
carried out by the foreign office without the involvement of the Italian branch, which are 
potentially capable - in accordance with  
 
 
the provisions of art. 6 of the Criminal Code - of resulting in a risk profile for the commission of 
offences in Italy. 
In that regard, the essential elements of the oversight mechanisms intended to prevent the risk 
of offences must supplement the group’s existing procedures and policies in order to cover the 
risk of offences in Italy, involving in particular the branch structure. With respect to cross-border 
activities carried out directly by the foreign bank through its officers, there is the issue of 
verifying in what form and to what extent to extend precautionary organisational oversight 
intended to prevent the risk of the commission of offences and, in particular, if and how to 
involve the branch structure in such oversight as, otherwise, it would be excluded.  
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5 THE ORGANISATION, MANAGEMENT AND CONTROL 
MODEL OF AAREAL BANK AG - ROME BRANCH 

 

5.1 The purposes of this Model 
 
The purpose of this Model is to represent, alongside the documentation to which it makes 
reference, the system of operating and conduct rules governing Branch activities, as well as 
the additional control elements that it has put into place in order to prevent the crimes and 
administrative offences contemplated by the Decree. 
 
By adopting the Model, the Branch intends to pursue the following goals: 
 

 reaffirming that conduct that may result in the types of offences set forth in the Decree is 
punished, also when carried out in its interest or for its advantage, in that it is contrary to legal 
provisions as well as the ethical and social principles underlying Branch activities; 

 spreading awareness that the violation of the Decree, the prescriptions laid out in the Model and 
the principles of the Code of Ethics may result in the application of penalties (both financial and 
bans), which may also be borne by the Branch; 

 preventing and/or promptly combating the commission of relevant offences pursuant to the 
Decree. 

 
 

5.2 Construction and adoption of the Model 
 
Also on the basis of the instructions set forth in industry Guidelines (Italian Manufacturers’ 
Federation, Italian Banking Association and Association of Foreign Banks in Italy), a Working 
Group was established consisting of resources from the Branch and supported by external 
professionals with specific skills in the relevant areas and subject to reference regulations.  
The purpose of this Working Group was to map the risk areas, as well as identify and assess 
risks relating to the types of offence subject to the regulation and the relative Internal Control 
System.  
 
In particular, this Model was drafted by following the steps described below: 
 

a) preliminary examination of the corporate context by examining relevant documentation; 
b) identification of the areas of activity and company processes that are at “risk” or instrumental 

to the commission of offences (also referred to as “Areas at Risk of Offences”), on the basis 
of a preliminary examination of the company context pursuant to letter a) above, as well as by 
having interviews with informed parties within the corporate structure in order to identify and 
specify the organisation of and the activities carried out by the various corporate functions, as 
well as the corporate processes into which the activities are broken down and their concrete and 
effective implementation. Therefore, mapping has been created of all activities carried out: (i) 
by the Italian Branch autonomously, (ii) as well as by the Italian Branch with the support of 
Parent Company functions (iii) and, lastly, those that may be carried out by the Parent 
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Company without the involvement of the Italian Branch, which are potentially capable of 
resulting in a risk profile for the commission of offences in Italy;  

c) identification of the main risk factors for each risk area, as well as the reporting, analysis and 
assessment of the adequacy of existing company controls;  

d) identification of points for improvement in the Internal Control System; 
e) adjustment of the Internal Control System in order to reduce the risks identified to an acceptable 

level. 
 
In particular, based on an examination of the documentation provided by the Branch, the 
Working Group has identified the types of offence that may take place in the running of 
business activities, making sure to draw a distinction for each type of predicate offence 
depending on the “risk of occurrence” of each of them within the context of the company 
(“high” - “medium” - “low” risk), as detailed below. 
 
High Risk 
Based on the results of the Risk Assessment, in view of the specific activity performed by the 
Branch, the following categories of offences have been assessed as having a 'high' risk of 
occurrence: 
- Art 25 ter - Corporate offences, limited to the case referred to in Art. 2638 of the Civil Code 
"Obstructing the exercise of the functions of the Public Supervisory Authorities 
- Art 25 octies - Offences of receiving stolen goods, money laundering, use of money, goods 
and benefits of unlawful origin as well as self-laundering; 
- Art. 25 sexies - Market abuse. 
Medium Risk 
The types of predicate offence indicated below, on the other hand, were found to have a 
'medium' risk of occurrence: 
- Articles 24 and 25 - Crimes against the Public Administration, limited to the cases of 
"Corruption" provided for and punished by Articles 318, 319, 319 bis, 319 ter, 321, 322 of the 
Italian Criminal Code and "Trafficking in unlawful influence" provided for by Article 346 bis of 
the Italian Criminal Code; 
- Art. 25 ter - Corporate offences, limited to the cases of "Bribery among private individuals" 
and "Instigation to bribery among private individuals", referred to in Articles 2635 and 2635 bis 
of the Italian Civil Code and "Market rigging", referred to in Article 2637 of the Italian Civil Code; 
- Art. 25 septies - Manslaughter or grievous or very grievous bodily harm committed in breach 
of the rules on the protection of health and safety at work, limited to the cases referred to in 
Article 590 of the Criminal Code "Grievous bodily harm"; 
- Art. 25 quinquiesdecies - Tax offences, limited to the cases of "Fraudulent declaration through 
the use of invoices or other documents for non-existent transactions", "Fraudulent declaration 
through other devices", referred to respectively in Articles 2 and 3 of Leg. Lgs. 74/2000); 
"Unfaithful declaration", referred to in Article 4 of Lgs. 74/2000; "Issuance of invoices or other 
documents for non-existent transactions", referred to in Article 8 of Lgs. 74/2000; and "Undue 
offsetting", referred to in Article 10 quater of Lgs. 74/2000. 
Low risk 
Below are the types of predicate offences considered to be 'low' risk of occurrence: 
- Articles 24 and 25 - Offences against the Public Administration, in relation to the following 
offences: (i) Embezzlement and misappropriation of public funds to the detriment of the State, 
as referred to in Articles 316 bis and 316 ter of the Penal Code (ii) Fraud to the detriment of 
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the State or other public body, aggravated fraud to obtain public funds and computer fraud, 
pursuant to Articles 640, 640 bis and 640 ter of the Italian Penal Code; (iii) Extortion and undue 
inducement to give or promise benefits, pursuant to Articles 317 and 319 quater of the Italian 
Penal Code; 
- Art. 24 bis - Computer crimes, with specific reference only to the offences referred to in 
Articles 491 bis, 615 ter, 615 quater, 635 bis, 635 ter, 635 quater, 635 quinquies of the Italian 
Penal Code; 
-  Art. 24 ter - Organised crime offences with specific reference only to the offences referred to 
in Articles 416 and 416 bis of the Italian Penal Code. 
- Art. 25 bis - Crimes of counterfeiting money, public credit cards, revenue stamps and 
identification instruments or signs limited to the offence of "Spending counterfeit money 
received in good faith" contemplated in Article 457 of the Penal Code; 
- Art. 25 ter - Corporate offences, in relation to the following offences: (i) Obstruction of control, 
referred to in Art. 2625 of the Italian Civil Code, (ii) Undue influence on the shareholders' 
meeting, referred to in Art. 2636 of the Italian Civil Code. 
- Art. 25 quater-- Crimes for the purpose of terrorism or subversion of the democratic order, 
limited to the cases covered by Articles 270 bis, 270 sexies of the Italian Penal Code, 2 New 
York Convention, 1 D.L. 15.12.1979, converted with amendments into L. 6.2.1980, no. 15; 
- Transnational offences referred to in Article 10 of Law no. 146/2006, limited to the offences 
provided for in Articles 377 - bis, 416 and 416 bis of the Criminal Code; 
- Art. 25 septies - Crimes of "Manslaughter and grievous or very grievous bodily harm, 
committed in violation of the rules on health and safety at work", limited to the hypothesis 
referred to in Article 590 of the Criminal Code "Manslaughter"; 
- Art. 25 decies - Inducement not to make statements or to make false statements to the judicial 
authorities; 
- Art. 25 novies - Copyright infringement, limited to the offences referred to in Articles 171 bis 
and 174 quinquies, Law 633/1941  
- Art. 25 undecies - Environmental offences, limited to the offences referred to in Articles 137, 
256, 258, paragraph 4, second sentence, 259, paragraph 1, 260 bis, paragraphs 6, 7, second 
and third sentences, 8, Legislative Decree no. 152/2006; 
- Art. 25 duodecies --Crimes of "Employment of third-country nationals whose stay is irregular"; 
 
Non-applicable predicate offences 
On the other hand, the following types/offences were considered as not applicable to the 
business reality of the Branch: 
- Art. 24 bis - Computer Crimes, limited to the case of "Violation of the rules on the Perimeter 

of National Cyber Security", referred to in Article 1, paragraph 11, of Law 105/2019; 
- Art. 25 bis.1 - Crimes against industry and trade; 
- Art. 25 quater 1 - Practices of female genital mutilation; 
- Art. 25 quinquies - Crimes against the individual; 
- Art. 25 terdecies - Racism and xenophobia; 
- Art. 24 quaterdecies - Fraud in sporting competitions and abusive gaming or betting activities;. 
- Art. 25 octies-1 - Offences related to non-cash payment instruments; 
- Art. 25 septiesdecies - Crimes against property; 
- Art. 25 duodevicies - Laundering of cultural goods and devastation and looting of cultural and 

landscape heritage. 
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These types of offence have been deemed inapplicable in consideration of the current 
structure of the Branch, the activities it currently carries out and the types of offence specified. 
In any event, the Branch is committed to continuously monitoring its activities in relation to the 
above-mentioned offences as well as with regard to any regulatory expansion of Decree 231.  
 
Subsequently, by carrying out interviews with Branch staff, the Working Group inventoried and 
specifically mapped the company activities (“risk mapping”). 
 
When this activity was completed, the Working Group defined a list of areas at risk of offences, 
i.e., those segments of the Branch and/or company processes with respect to which, in light of 
the mapping, there is an abstract risk of the commission of offences, amongst those 
specified in the Decree, abstractly associated with the type of activity carried out by the Branch. 
 
 In addition, “instrumental areas” have also been identified (with regard to offences against the 
Public Administration and corruption between private parties), i.e., areas which, through the 
management of financial instruments and/or alternative means, may support the commission 
of offences in at-risk areas.  
 
In particular, two types of at-risk activity were detected in light of the mapping, i.e.: 
 

 “specific” at-risk activities, with respect to the activity carried out by each Division of the 
Branch; 

 transversal at-risk activities, with respect to the activities carried out by the individual 
Divisions. 

 
With specific reference to the corporate offence of false corporate communications, it should 
be noted that the Branch, being a Permanent Establishment of a Foreign Bank, is not obliged 
to draw up its own statutory financial statements, but only the financial statements for tax 
purposes, which is not relevant for the purposes of the so-called false accounting. In the light 
of this, it was decided to classify the offence as not relevant, even if abstractly applicable. In 
particular, the abstract applicability of the offence refers to the possible commission of the 
offence abroad by the Parent Company, with the clarification that, in such a case, the offence 
could be prosecuted in Italy only if the conditions set out in Article 10, paragraph 1 and 2 of the 
Criminal Code were met, which, however, appears to be remote. 
Without prejudice to the above, for the purposes of this Model, it was deemed to be necessary 
to consider the internal controls and principles of conduct applicable to the correct 
representation of accounting data, since such controls are also relevant to the prevention of 
other relevant offences (e.g. money laundering, self-laundering, corruption, including between 
private individuals, tax offences, etc.).  
With specific reference to organised crime offences of an associative nature, the criterion 
adopted for the purposes of risk mapping is based on the so-called "counterparty risk", typically 
connected to all the activities of the Branch involving relations with third parties (legal and 
natural persons), which, where not limited to an exclusively national dimension (e.g. relations 
with suppliers), could also be relevant for the commission of so-called transactional offences. 
It follows that all those activities involving direct relations with third parties (i.e. 
customers/suppliers/business partners) have been "mapped" as "Risk Areas" with respect to 
organised crime offences of an associative nature.  
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The same activities, moreover, have been "mapped" as at risk activities with respect to 
transnational offences to the extent that, by reason of the type of activity or, by reason of the 
contractual counterpart, the activity assumes a transnational dimension. 
 
With regard to the offence of self-laundering, under ex Article 648 ter1, referred to in Article 25 
octies of the Decree, it was decided to adopt a "selective" criterion, assessing its relevance 
only with regard to the activities related to the risk area "Administration, accounting and 
financial statements" (i.e. accounting management; treasury activities, etc.), since they are 
essential for the purposes of the use, replacement and transfer of money of criminal origin in 
economic, financial and business activities. 
 
With regard to tax offences, taking into account the type of offences covered by Article 25 
quinquiesdecies of the Decree, the following areas have been identified: 

 areas at "direct" risk, that is to say, areas that include activities of a fiscal nature, such as the 
preparation and submission of tax declarations, the settlement and payment of taxes and the 
keeping and custody of mandatory documentation; 

 areas at "indirect" risk, that is to say, areas which do not include activities of a fiscal nature, 
but which have an impact on the same and are potentially relevant for the commission of tax 
offences (for example, those related to the management of the active and passive cycle and the 
identification and selection of the contractual counterpart). 

 
 
For the purposes of the "mapping" of the Risk Areas related to IT-offences - which may in 
theory be committed in all activities involving the use of IT- equipment and systems - it was 
decided to use the criterion of "greater proximity to the risk", identifying as a Risk Area only the 
one relating to the "Management of the security of IT- systems". 
 
The same criterion - greater proximity to the risk - was used for the purpose of identifying the 
Areas at Risk of occurrence of environmental offences and in the context of health and safety  
at work, respectively attributable to the Risk Areas relating to "Management and disposal of 
urban and special waste" and "Management of safety at work and accidents". 
 
The working group therefore mapped and analysed the as-is situation of the existing 
organisational system and company controls, structured into a complex series of oversight 
mechanism adopted at Branch and Bank level, in order to check whether it is suitable to 
prevent the specific offences set forth by the Decree in the areas of company activity identified 
as at risk. 
 
 

5.3 The Branch’s Internal Control System and 231 controls 
 
In compliance with the regulatory principles laid out by the Supervisory Authority, the Branch 
operates based on a system of rules, procedures and organisational structures which ensure, 
inter alia, the compliance of transactions carried out with the law, with supervisory regulations 
and with internal policies, plans, regulations and procedures. 
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In particular, the Branch conducts continuous monitoring to prevent risks associated with fraud 
and lack of loyalty by employees and those deriving from the bank’s involvement in money 
laundering transactions. This control activity is applied throughout the company and, in detail, 
regards the preparation of financial statements, expense items, incoming and outgoing cash 
flows and the reliability of all financial and operating information. 
 
In this context, the underlying structure of the Branch’s internal control system consists of: 

 the legal and regulatory framework applicable to the Branch, including that of the industry in 
which it operates, with which it rigorously complies; 

 the Code of Conduct of the Aareal Bank Group; 
 the existing system of delegations and powers of attorney; 
 the hierarchical/functional structure (see the company organisational chart); 
 internal procedures governing operations and defining levels of control and authorisation 

procedures; 
 the implementation of integrated information systems oriented towards the separation of 

functions, as well as a high degree of process standardisation and the protection of process 
information, with reference to management systems as well as internal control systems. 

 
In addition, at the organisational level, the Branch has a Compliance - AML/Fraud Manager 
who supervises the verification of precise compliance with regulations and internal and group 
directives, also coordinating with the respective Parent Company functions. 
 
While this network of controls and verifications is a valid instrument for the management of 
company risk in many regards more strictly associated with Branch operations, it must 
necessarily be supplemented by the internal control principles outlined by the Model as well 
as constant information flows in order to prevent the occurrence of the predicate offences that 
result in liability pursuant to Italian Legislative Decree no. 231/2001. 
 

5.4 The structure of the Model 
 
This Model has a “General Part” and a “Special Part”. 
 
a) The “General Part” describes the governance model and the organisational and internal control 

systems adopted by the Branch, manual and IT procedures integrated within the main management 
systems of the Administrative area, the duties of the Supervisory Body, applicable penalties in the 
event of violations and, in general, the principles, logic and structure of the Model.  

 
b) The “Special Part” contains a description of the structure of predicate offences resulting in the 

liability of entities, a list of the areas at risk and generic controls, as well as the mapping of the areas 
at risk of offences identified on the basis of the organisational structure and the corporate activities 
carried out. In addition, the Special Part includes a list of the behavioural principles and 
organisational oversight mechanisms defined by the Branch for the purpose of prevention.   
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6 THE BRANCH AND ITS ACTIVITY 
 
Aareal Bank AG - Rome Branch (the “Branch”) is a permanent establishment of Aareal Bank 
AG (the “Bank”), a joint-stock company with registered office in Germany, Wiesbaden, 
Paulinenstrasse 15.  
 
 

6.1 The Branch’s activities  
 
The Branch operates as a market unit of the Bank in the territory of Italy in the banking and 
financial services sector, offering structured finance solutions in the real estate sector.  
In this context, the Branch’s activities follow the policies and directives of the Bank which 
dictates, in terms of risk localisation and profiles, its market policy.  
As regards the specialised real estate finance sector (shopping centres, logistics and hotels), 
the Branch relies on the specific skills, at central level, of teams specialised in the hospitality, 
retail and logistics sectors. The Branch also acts as an interface amongst international market 
participants - such as investors, management companies, real estate investment funds and 
developers - which are typically identified and managed by the Bank and Italian companies 
operating in the real estate segment. The Branch is also continuing the process of acquiring, 
through syndication transactions, of senior tranches of loans provided by Aareal Capital 
Coorporation, part of the New York-based Aareal Group. 

 
The main products it offers include: 

• Loans for the spin-off of real estate portfolios; 
• Loans for development and renovation projects (although development projects regard only 
existing positions, as the Bank’s focus no longer includes granting new loans for development 
projects); 
• Structuring of complex real estate acquisition transactions; 
• Syndication of loans granted by affiliates. 
 

The main guarantees requested for real estate loans are first charge mortgages on the real 
estate financed or guarantees (or pledges) of receivables deriving from lease agreements on 
the same properties and a pledge on the balance of the current accounts to which the above 
receivables flow. 

 
 

7 THE BRANCH ORGANISATIONAL STRUCTURE AND ITS 
INTERNAL CONTROL SISTEM (SCI) 

 

The Branch’s organisational structure is designed to guarantee the separation of roles, duties and 
responsibilities amongst the different functions and, on the other hand, the most efficiency possible, 
with the precise definition of the duties of each company area and the associated responsibilities.  
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Indeed, the Branch has developed a detailed Organisational chart which outlines its entire organisational 
structure.  

In principle, the Branch’s Organisational chart reflects the same division into business segments as that 
used by the Bank.  

Like the Bank, the Branch guarantees a clear separation between “the market” and credit management. 
This is achieved by creating two distinct departments, as well as by diversifying the hierarchical and 
functional lines of reporting for each of the two departments.  

In addition, within the Branch’s Organisational chart, it is possible to identify the departments closely 
linked with its core business, as well as the departments that provide support by carrying out transversal 
activities (Administration and Finance, HR, Compliance). 

The General Manager/Legal Director, located at the top of the organisational chart, also acts as 
Compliance manager, Anti-Money Laundering Officer and Data Protection manager. 

By examining the Organisational chart, it is possible to identify: 

- the areas into which the company activities are broken down; 
- the hierarchical relationships of the individual company entities; 
- the parties that operate in the individual areas and their relative organisational roles. 

In detail, the organisational structure of the Branch is currently divided into six sectors, of which the last 
three sectors functionally depend directly on the Parent Company/Head Office, as detailed below: 

- Loan Origination: EURO-ROM-LO; 

- Administration Accounting Tax & Reporting: EURO-ROM-ATR; 

- Credit Management New Business Italy: CM-NB-I; 

- Credit Management-Data Processing & Organisation: CM-DPO-I,  subdivision of CM, functional 
reporting HQ; 

- Credit Management - Valuation: CM-VAL, subdivision of CM, functional reporting HQ; 

- Work-Out Restructuring: WO-R, functional reporting HQ; 

- Credit Legal Advisory Rome: CL-A-Rome, functional reporting HQ. 
 
The Loan Origination and Administration sectors report to senior managers/local managers, who in turn 
report to the sole General Manager of the Rome Branch. In turn, the General Manager reports to the 
European HUB Manager (Italy, France, Germany, Spain) who reports to the relevant Board member. 
 
Credit Management reports to a Director in Italy who, in turn, reports to the Managing Director 
responsible in Germany. The latter reports directly to the Credit Management member of the Bank's 
Board. 

The WO-R, CM-VAL, CM-DPO-I and CL-A-R sectors report to their respective Managing Directors 
responsible in Germany. 
In details: 

- Loan Origination - LO. This is the sector responsible for the preliminary investigation and 
acquisition phase of potential business opportunities. The Department carries out its activities 
(i.e. analysis of the legal, technical and commercial profiles of the negotiation) on the basis of 
the directives provided by the Bank, as defined in the credit risk strategy and lending policies 
of the individual countries. If the project to be financed concerns a hotel, shopping centre or 
logistics centre, a specialised department of the Bank is also involved. It is also possible for the 
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Bank to originate the financing transaction - in the case of companies operating internationally 
or with specialised real estate groups. In this case, the Loan Origination Department evaluates 
the transaction on the basis of the documentation collected by the Bank, again in accordance 
with group policy. The Loan Origination Department maintains contact with the client and 
supports the CM department if necessary. The Loan Origination Department represents the 
market and reports both hierarchically and functionally to the General Manager. 

- Administration (Accounting, Tax & Reporting, ATR). It is responsible for the Branch's 
bookkeeping; it manages and ensures compliance with tax provisions and the provisions and 
notices issued by the Bank of Italy. The Department's activities are carried out according to the 
Directives and Guidelines of the Head Office, as well as according to the Branch's own internal 
procedures and notes. A resource is dedicated to solve problems related to IT management. The 
ATR Director has the responsibility of overseeing the management of risks (internal and 
external) that may negatively affect the performance of his sector. Management reports both 
hierarchically and functionally to the General Manager of the Branch. 

- Credit Management New Business Italy – CM-NB-I. The CM-NB-I department checks the 
compliance of the client's application with the Bank's policy, examines the correctness of the 
analyses performed by the Loan Origination department and issues its own formal opinion on 
the risk assessment of the transaction.  

For the final decision on the disbursement of the loan, the application (including the market 
valuation prepared by the Loan Origination, the valuation provided by the CM and, where 
necessary, the valuation provided by the specialised department) is forwarded to the decision-
making body of the Head Office. Depending on the transaction and the amount involved, 
different decision-making bodies correspond, which may include the Bank's Board and/or 
Supervisory Board. 

The CM-NB-I manages outstanding financing transactions, monitoring compliance with 
contractual provisions. Financing decisions are made according to the rules described in Chapter 
No. 20.100 'Authority System' of the Bank's Credit Manual. 
In carrying out its activities, the CM is supported by the Work Out sector. 
The CM-NB-I sector also carries out activities related to compliance issues affecting the Branch, 
under the guidance of the General Manager and in coordination with the relevant NFR Non-
Financial Risk department of the Parent Company. 

Through CM-DPO-I, the data regarding financing transactions - general data, application, 
approval, contract and disbursements - are recorded/booked in SAP. 

- Credit Management Valuation – CM-VAL. The sector carries out valuation and verification 
activities of real estate appraisals carried out by independent valuers with reference to assets to 
be financed (in the preliminary phase of new loans) and those already forming part of the 
financed portfolio, both with reference to the Branch and at Group level. 

- Work Out Restructuring – WO-R. Within the Branch, WO-R plays an advisory and support 
role to the credit management functions in the management of NISAs, with particular reference 
to the credit classification phase as ISA. Its activity is constantly supported by WO-R at the 
Head Office (HO), on the basis of what is decided by the WO-R manager of the HO. In 
particular, WO-R's activity consists of providing support to the CM Division in the management 
of non-performing loans, so-called NPLs, in order to guarantee an improvement in the Branch's 
chances of recovery, as well as in the negotiation of the disposal of said NPLs. WO-R also 
manages the credit write-down process (in the only case in which there is a specific external 
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agreement or an idea of unrecoverability of the credit) and the related figure in the balance sheet 
(i.e. provisions/write-downs). WO-R at the Branch also supervises the management of relations 
with the external auditors with reference to the files for which they are responsible. The 
procedures for performing the functions assigned to the function are described not only in the 
Credit Manual, but also in the NPL Manual. WO-R reports functionally to the HO and 
hierarchically to the General Manager of the Branch. 

- Credit Legal Advisory Rome: CL-A-R. The sector takes care of or revises (if prepared by 
external legal firms) the drafting of financing documents (by way of example but not limited to 
the financing contract, guarantee deeds, disbursement deeds, deeds of contract amendments, 
deeds of cancellation of guarantees the deeds of assignment of receivables) in close relation 
with LO and CM-NB-I and also manages legal issues and problems related to the Branch's 
financing portfolio and, in agreement with WO-R (as defined above), manages the assignment 
of the Branch's receivables and coordinates external law firms for the recovery of receivables 
and for lawsuits to which the Branch is a party. 

- The Legal Representative/General Manager of the Branch has the role of coordinating all the 
sectors operating in Italy and overseeing the Corporate Governance and Compliance of the 
Branch. The Legal Representative/General Manager, inter alia, is the internal head of the anti-
money laundering for the Italian Branch in Rome. He reports to the Bank's Administrative Body 
and to any other Function and Body having competence according to the Group's policies (e.g. 
Compliance Officer, Anti Money Laundering Officer of the Bank - Parent Company). 

The Legal Representative also avails himself of staff functions that carry out policy-making, 
governance and operational supervision activities for all the Divisions of the Branch. In 
particular: 

- Service Centre and Human Resources;  

- Deputy Compliance Officer, who runs compliance functions, and acts as Data Protection 
Coordinator, in cooperation with the Data Protection Officer (DPO) of Head Office. 
All the activities of the Branch are carried out with the direct cooperation and coordination of 
the Head Office, which, among other things, oversees the management of certain so-called 
'centralised' functions, including: 
 

Treasury: responsible, inter alia, for the allocation and management of the Branch's funding, 
managing the correspondence, in terms of duration, interest rates and currency, between 
commitments (loans) and funding; 

Group Human Resources and Infrastructure: responsible, inter alia, for setting the principles 
of remuneration systems, processes for the transfer of personnel within the group's units. It 
coordinates and supports the managers in the recruitment and development processes of 
personnel under their direct responsibility. He is responsible for the selection and management 
of consultants who support the Branch in personnel management and training; 

Credit Legal CL: represents the central legal unit for reporting and managing legal risks. A 
detailed report of legal proceedings in which the Bank and/or its Branch is involved must be 
addressed to it; 
 
CA-Legal: supervises and coordinates the legal aspects of the Bank's activities; 
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NFR Non-Financial Risk: defines processes, standards and guidelines for compliance issues 
and manages their monitoring. It works in cooperation with the Branch Compliance Officer to 
verify the adequacy of the measures taken with respect to the applicable local regulations. The 
Corporate Anti-Money Laundering Officer defines the processes, standards and guidelines for 
money laundering issues and manages their monitoring. He/she works in close cooperation with 
the locally designated Anti-Money Laundering Officer in order to verify the adequacy of the 
measures taken with respect to the applicable local legislation; 
 
FC Finance and Controlling: cooperates with the Branch’s ATR department and external 
consultants. It establishes tax policy at group level and is responsible for monitoring the group's 
tax risk. In addition: 

is responsible for the selection and management of the Branch's tax advisors, planning and 
control of all costs related to tax advisory services; 

verifies the Branch's tax returns before sending them to the local tax offices; 

decides on appeals against tax assessments; 

coordinates meetings and negotiations with the tax authorities in close cooperation with the local 
responsible parties and decides on the delivery of documents to the local tax authorities; 

decides on accounting measures and taxation options to be exercised by the Branch. 
 
IT Management: responsible for the operation and provision of IT systems and applications, 
provides support in solving problems related to the use of IT systems. It is responsible for 
purchasing IT equipment and infrastructure. 

The internal organisational manual ("Organisation Manual for Italy", hereinafter also referred 
to as the "Branch Manual") of the Branch, to which reference is made for further details, 
extensively describes the Branch's organisational system, providing an overview of the Branch's 
business and operations, detailing, among other things 

- the organisational structure of the Branch 

- the areas of risk and issues relating to the applicability of laws and regulations to which the 
Branch's operations are subject; 

- the principles and procedures governing the management of the Branch's activities. 
 

8 HEALTH AND SAFETY ORGANISATIONAL STRUCTURE 
 
In compliance with the provisions of the Confindustria Guidelines, as well as of the Italian Banking 
Association (ABI) Circular, legal series No. 4 dated 26.05.2008, the Branch’s organisational structure 
complies with prevention regulations in force with a view to eliminating or, alternatively, reducing and 
therefore managing workplace risks for the staff. 
 
The Branch has drafted a Risk Assessment Document for the registered office and has prepared an 
appropriate occupational health and safety organisational structure, which clearly and formally identifies 
those responsible for occupational health and safety. 
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The Branch adopts appropriate measures to prevent or in any case minimise/reduce risks related to work 
activities, ensuring that work is carried out in safe conditions and in such a way as to mitigate the 
"monotony" and repetitiveness and taking into account the most up-to-date techniques and the need for 
safety planning: in this context, the Branch ensures the involvement of workers, through communication, 
training and direct empowerment. 
 

9 SYSTEM OF DELEGATIONS AND POWERS OF 
ATTORNEY  

 

The Branch’s Manual, inter alia, outlines and governs the system of delegations and powers of attorney 
currently in force within Aareal Bank AG - Rome Branch. 

In detail, the list of people with signing powers in relation to the activities carried out by Aareal Bank 
AG - Rome Branch is available on the local network unit (List of signatures Rome Branch). 

In particular, the Branch has identified two different groups of legal representatives (A and B) who can 
act on its behalf with respect to third parties.  

In general, the principle of “dual signatures” applies, based on which each deed with external relevance, 
as well as any management deed (with the sole exception of the sale and purchase of properties and 
land), must be signed by two legal representatives.  

Category A legal representatives may sign with legal representatives of the same category and with 
category B legal representatives. Category B legal representatives may sign only with category A legal 
representatives. 

In specific cases and - in any event - closely linked with the tasks and activities carried out by each 
employee, employees may be authorised at the individual transaction level to execute specific external 
legal transactions or to represent the bank along with another authorised individual. For this purpose, 
special powers of attorney are granted on a case by case basis, with a specification of the individual 
transactions for which the authorisation is valid.  
 
When issued, powers of attorney are always formalised via notarial deeds and disclosed to the addressee 
to ensure full knowledge and acceptance. In addition, powers of attorney with external relevance are 
also registered with the competent Company Register Office.  
 
Each of these deeds of delegation or power of attorney provides the following information: 

 delegating party and source of his or her power to delegate or grant power of attorney; 
 delegated party, with explicit reference to the function assigned and the link between the 

delegations and powers of attorney granted and the organisational position held by the delegated 
party; 

 subject, consisting of a list of types of activities and deeds for which the delegation/power of 
attorney is granted. These activities and deeds are always functional to and/or closely correlated 
with the responsibilities and functions of the delegated party; 

 value limits within which the delegated party may exercise the power granted. This value limit 
is determined based on the delegate’s role and position within the company organisation.  
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In attributing the powers granted in a power of attorney, typically the general rule is taken into account 
according to which the same delegate may not, for the same transaction:  

 authorise a commitment and provide authorisation for payment,  
 commit and provide authorisation for payment, 
 commit and pay/collect,  
 provide authorisation for payment and pay/collect. 

 
In addition, in accordance with internal control principles: 

 Delegates, regardless of the delegations granted to them, may not authorise a commitment or 
confer a note for payment on their behalf, or exercise a power if they have a direct or indirect 
personal interest in the resulting transaction; 

 deeds of authorisation for commitment and of commitment for the same transaction are distinct 
and must normally be executed by different and independent individuals;  

 there must always be at least two people in the commitment process (from the preparation of 
the commitment - the initial request - to the commitment itself). If the requesting party and the 
holder of commitment authorisation power are the same person, the request must be formally 
approved by the authority at the higher hierarchical level, even if the amount in question is 
below the commitment authorisation threshold of this manager. 

 
 

10 MANUAL AND IT PROCEDURES 
 

10.1  The organisational solutions adopted by the Branch 
 
In order to guarantee the full compliance of its operations with Italian legal and regulatory provisions, 
the Branch has a series of internal policies and procedures to govern operations, which are integrated 
with the Group’s guidelines and policies. 

In general, the internal procedures and practices adopted by the Branch are inspired by the following 
principles: 
 

 the definition and implementation of entity decisions must be inspired by the utmost 
transparency and approval by multiple parties; 

 technical/operating functions must be kept separate from accounting and control functions; 
 internal procedures, when possible, must also be characterised by a separation of roles, 

particularly with reference to the exercise of control functions, which must remain separate from 
decision-making and operational functions; 

 process traceability must be guaranteed; 
 the principle of transparency must be respected, consisting of the visibility of procedures within 

the company and the entire set of rules governing them, as well as the duty of communication 
and notification of relevant decisions amongst the various corporate functions. 

 
Among the main procedures adopted by the Branch, we would like to mention - among others - those 
governing activities in relation to the following risk profiles: 

- Anti-Money Laundering 
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In order to ensure a scrupulous and careful compliance by its employees with the obligations 
imposed by Legislative Decree no. 231/2007, the Branch adopts a series of procedures described 
both in the Branch Policy for combating money laundering and terrorism financing, and in the 
Aareal Bank Group Framework Directive Anti-Financial Crime and KYC Policy RSF and Credit 
Sector, and moreover in the internal instructions implementing the Italian legislation (and, in 
particular, in the "Procedural Guidelines no. 2 of 8/11/2021" as amended subsequently on 
13/02/2023 and in the “Procedural Guidelines no. 2 of 7/03/2024” and in the “Procedural Guidelines 
no. 2 of 14/09/2023” and “internal Note no. 5 of 10/05/2024”). In detail, these procedures describe 
the operating procedures with which Branch employees must comply in order to fulfil the 
obligations of customer due diligence, identification of the beneficial owner, reporting of suspicious 
transactions, recording and storage of data. For the purposes of money laundering prevention, the 
Legal Representative/General Manager of the Branch has been appointed as the internal head of the 
anti-money laundering function. He reports directly to the Head of the Anti-Money Laundering 
Function at the Bank's Head Office. 

- Anti-corruption 
The Branch follows specific procedures adopted centrally to ensure compliance with anti-corruption 
regulations and drafted in line with the 'Framework Directive for the Prevention of Corruption in 
the Aareal Bank Group' adopted by the Bank's Head Office. 

- Privacy/Data Protection 

The Branch has adopted specific procedures, both at group and local level, to ensure compliance 
with European and Italian legislation on privacy and personal data protection. The internal privacy 
compliance officer of the Branch is the Deputy Compliance Officer of the Branch, who acts in 
cooperation with the Data Protection Officer of the Branch Office and supervises the processing 
carried out by the employees and collaborators, who have been appointed in writing as data 
processors. 

- Management of intra-group relations 

The Italian branch also operates in compliance with the provisions contained in the "Group 
Directive of Aareal Bank AG on Transfer Pricing". This document regulates: (i) transfer pricing 
rules applicable to infra-group contractual relationships; (ii) rules for the correct allocation of costs 
and profits generated in relationships with permanent establishments; (iii) types and purposes of 
documentation required for tax purposes in infra-group relationships. In addition, the "Group 
Directive of Aareal Bank on Group Taxation (Konzernsteuerrichtlinie)" as well as the document 
"Service Compensation Arrangement between Aareal Bank AG and Aareal Bank Italy Branch" 
apply. 

The Branch aims at the implementation of integrated information systems, oriented towards the 
segregation of functions, as well as a high level of standardisation of processes and protection of 
the information they contain, with reference to both management and accounting systems and 
systems supporting business-related operational activities. 

In this respect, we would like to mention - by way of example only - certain systems supporting the 
branch's operational activities: 

- SAP: management software used for accounting records 

- Pipeline_plus: database used for customer relationship management, and in particular, for the 
collection of information on customers, offers and advertising activities.  
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- Cash Flow Tool: tool used for the purpose of (a) performing a preliminary analysis of a given 
transaction and assessing its appropriateness (b) internally, for the preparation of time sheets and 
(c) appendices for credit applications.  

- RARORC tools: used in order to conduct the examination of financing operations with regard to 
their profitability and "reliability". 

 

11 LOCAL BUDGET MANAGEMENT 
 
The Branch provides mechanisms for the audit of resource management, which must guarantee expense 
verifiability and traceability as well as the efficiency and cost effectiveness of business activities. 
These kinds of mechanisms define in a clear, systematic and understandable manner the resources 
(monetary and otherwise) available to each sector and functions, and the scope within which such 
resources may be used.  
In particular, the budget management process is managed centrally by the Head Office, with the 
support of the Hub Function. 
The Hub Function sends an annual budget proposal to the Branch, which is amended and/or 
supplemented by the Management, taking into account the sub-budgets prepared by the individual 
functions. 
The budget assigned and declined for the individual functions is monitored on a monthly basis with 
the support of a control file shared with the Management. Any changes and/or deviations and/or 
updates must be discussed and validated by the Head Office. 

 

12 THE CODE OF ETHICS 
 

12.1 Relationship between the Organisation, Management and 
Control Model and the Code of Conduct of the Aareal Bank Group  
 
An essential element of the preventive control system is the adoption of a Code of Ethics, an 
instrument adopted independently and to be applied generally in order to express the principles 
of "corporate ethics" that the entity recognises as its own and with which all employees are 
called to comply. 
 
The Branch, which is committed to carrying out its activities legally, has adopted as its Code 
of Ethics the “Code of Conduct” defined by the Aareal Bank Group, whereby the latter lays 
out guidelines for legal compliance and ethical conduct at all of its Branches and organisations.  
 
The Model and the Code of Conduct are closely correlated and should be seen as the 
expression of a single body of rules adopted by the Branch to promote high moral principles 
of integrity, honesty and transparency, in which Aareal Bank believes and based on which it 
intends to carry out its activities. 
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In particular, the Model, the provisions of which are in any event consistent and compliant with 
the ethical principles set forth in the documents mentioned above, more specifically meets the 
needs expressed by the Decree and therefore is meant to prevent the commission of the types 
of offence contemplated by Italian Legislative Decree no. 231/2001. 
 
In any case, the ethics-related documentation affirms principles suitable for preventing the 
unlawful behaviours pursuant to Italian Legislative Decree no. 231/2001, and therefore 
assumes relevance for the purposes of the Model as well and is complementary to it. 
 
The Aareal Bank Group Code of Conduct is a general instrument which establishes the 
behaviours that the Group intends to promote, disseminate, comply with and ensure others 
comply with in carrying out the corporate activities of its Branches, to protect its reputation and 
image in the market.  
 
The Code of Conduct, which should be referred to for more detailed information, expresses 
the “ideal social contract” of the company with its stakeholders and defines the ethical criteria 
adopted in balancing the expectations and interests of the various types of stakeholders.  
 
The Code of Conduct complies with the principles laid out in the Confindustria Guidelines and 
contains the fundamental Group principles and guidelines relating to the conduct to be adopted 
in the internal and external relations of Group Branches. For the purpose of Decree 231, it is 
highlighted that such principles aim, inter alia, to prevent the commission of offences within the 
Italian Branch - whether or not they are contemplated by the Decree - as well as conduct that 
is not aligned with the ethical expectations of the Aareal Bank Group.  
 
 

13 THE DISCIPLINARY SYSTEM 
 
The Branch considers compliance with the Model to be essential.  
On the assumption that the violation of the rules and measures imposed by the Branch to prevent the 
offences set forth in Decree 231 harms the relationship of trust established with it, and in compliance 
with art. 6, paragraph 2, letter e) of Decree 231, the Branch has implemented the penalty system it 
adopted in May 2003, which is also to be applied in the case of failure to comply with the rules 
established in the Model. 
 
Referring to the specific document, to be considered an integral part of this Model, it is noted that the 
Disciplinary System prepared for the purposes of this Model, operates in compliance with current 
regulations and collective bargaining and is established on the basis of the independence and autonomy 
of disciplinary judgment. 
 
In this regard, it should be noted that the disciplinary assessment of the conduct of persons 

who - in any capacity - operate on behalf of the Branch is carried out by the Branch itself, 

without prejudice, of course, to any subsequent control by the judicial authority, and to the 

subsequent application of disciplinary sanctions. The rules of conduct imposed by the Model 

are, in fact, adopted by the Branch in full autonomy and independently of the criminal offence 

committed. 
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Attempts and, in particular, acts or omissions unambiguously aimed at violating the rules and regulations 
established by the Branch are also punished, even if the action does not take place or the event does not 
occur for any reason whatsoever. 
 

14 TRAINING, COMMUNICATION AND DISSEMINATION OF 
THE MODEL  

 

14.1 Communication and involvement regarding the Model and the 
associated Protocols 
 
As the Branch is aware of the importance that informational and training aspects assume for 
the purpose of prevention, it promotes the broadest dissemination, inside and outside the 
company, of the principles and provisions set forth in the Model and in the associated 
Protocols.  
From this perspective, the Branch has defined communication and training programmes to guarantee 
disclosure to the Addressees of the principles set forth in the Decree and the resulting obligations, as 
well as the requirements of the Model. 

Informational activities concerning Model content and principles, which vary based on the Addressees 
involved, are intended to be comprehensive, prompt, accurate and continuous, to enable Addressees to 
gain full awareness of the company provisions with which they are required to comply. 

The Branch has adopted the following instruments to ensure effective communication of the Model: 

- the content and principles of the Model and the associated protocols, which employees are 
required to be familiar with, are brought to their attention by providing them with a full copy of 
the relative documents, as well as by posting them on the intranet of the Group; 

- a copy of the Model along with the associated protocols is provided and/or made available to 
all parties engaging in contractually governed relationships with the company and which are 
involved in carrying out sensitive activities, with a particular focus on the extent to which they 
are subject to management or supervision. In this case, contracts and letters of engagement set 
forth clauses requiring “no violations of the Organisation, Management and Control Model 
adopted by the Branch”; 

- employees are able to contact the Supervisory Body to ask for clarification on the behaviours to 
be adopted to comply with the principles set forth in the Model adopted by the Branch. 

The SB documents these communications as well as all certifications that the Model has been disclosed 
and the relative declarations of commitment. 

The Branch will not enter into or continue any relationship with parties who do not intend to commit to 
comply with the principles of the Organisation, Management and Control Model (the latter limited to 
any applicable aspects on a case by case basis). 
 



 

  40 

14.2  Training and instruction on the Model and the associated 
Protocols 
 
In addition to the activities connected with informing addressees, the Branch is responsible for providing 
periodic and continuous personnel training. 
 
In turn, the SB must promote and monitor the Branch’s implementation of initiatives aiming to favour 
adequate awareness and knowledge of the Model and the associated Protocols in order to increase the 
culture of ethical behaviour and control within the Branch.  
 
In particular, it is envisaged that the principles of the Model, the Code of Ethics and internal reporting 
channels are explained to company resources during dedicated mandatory training events (e.g., courses, 
seminars, questionnaires, etc.), the execution procedures of which are established in specific Training 
Plans implemented by the Branch.  
  
Courses and other training initiatives above mentioned must be differentiated on the basis of the role 
and responsibilities of the resources involved, i.e., by providing more intense training with a greater 
degree of detail for top management personnel categorised as such based on the Decree, as well as for 
parties operating in areas of “direct risk” pursuant to the Model.  
 
Evidence and adequate documentation must be kept of active participation in training courses. 
 

15 Supervisory Body 
 

15.1  Composition and appointment 
 
The Branch Legal Representative/General Manager appoints the Supervisory Body.  
 
The Body remains in office for three financial years or for the shorter period of time established at the 
time of appointment, but in any event for no less than one year. 
 
The individuals to be appointed as members of the Supervisory Body are required to meet subjective 
eligibility requirements (see below).  
 
Any remuneration due to Supervisory Body members is established at the time of appointment.  
 
The Supervisory Body may make use of a budget assigned to meet all needs associated with the proper 
performance of its duties (e.g., specialised advisory services, travel, etc.), in any event in accordance 
with company procedures. 
 
 

15.2  Regulation 
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The SB is responsible for preparing its own internal document governing the aspects of and 
concrete methods for carrying out its tasks, including the system for its organisation and 
functioning.  
 
In particular, the following aspects, inter alia, should be governed by the internal regulation:  

 the type of audit and supervisory activities carried out by the SB;  
 the type of activities connected with Model updating;  
 activities connected with the fulfilment of Model Addressee information and training 

responsibilities;  
 the management of information flows from and to the SB;  
 information flows to the Legal Representative/General Manager and the Bank;  
 the functioning and internal organisation of the SB (e.g., the calling of SB meetings and 

decision-making, etc.).  
 
In addition, it is appropriate to require all Supervisory Body activities to be documented in 
writing and for minutes to be taken at all meetings or inspections in which it participates. The 
minutes are retained in hard copy and electronic format in the SB archives. 
 

15.3 Departure from office  
 
Departure from office due to expiry of the term is effective from the moment at which the new 
Supervisory Body is formed.  
 
Departure from office may also take place due to resignation, forfeiture, removal or death. 
 
Members of the Supervisory Body who resign from office are required to notify the Legal 
Representative/General Manager and the Supervisory Body itself in writing so they may be promptly 
replaced.  
 
Members of the Supervisory Body forfeit their office in the event of intervening failure to meet 
requirements to hold that position (for example, prohibition, inability, bankruptcy, handing down of a 
punishment entailing the prohibition against holding public offices or if they are declared guilty of the 
offences set forth in Decree 231 and, in general, in the event of incapacity and incompatibility, conflict 
of interests. etc.). 
 
Members of the Supervisory Body may be removed for just cause. For example, just cause applies in 
the event of failure to meet the obligations set forth for each Supervisory Body member, unjustified 
absence from three or more Supervisory Body meetings, the existence of a conflict of interests, 
impossibility to carry out Supervisory Body member activities, etc.  
In addition, any termination of the working relationship between the internal member of the Supervisory 
Body and the Branch normally entails removal of the departing individual from office. The Supervisory 
Body may submit a justified request to the Legal Representative/General Manager asking for the 
removal from office of a member of the Supervisory Body. 
 
In the event of resignation, forfeiture, removal or death, the Legal Representative/General Manager will 
replace the Supervisory Body member who has left office. Members appointed in this manner remain 
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in office for the remaining term of the Supervisory Body.  
 

15.4  Requirements 
 
In compliance with the provisions of art. 6, paragraph 1 of Decree 231, the Supervisory Body is 
responsible for supervising the functioning and observance of the Organisation, Management and 
Control Model and handling its updating, and is vested with autonomous powers of initiative and  
 
control. 
The control body must meet the following requirements to effectively perform the above-mentioned 
functions: 

 autonomy and independence, as:  
 the control activities carried out by the SB are not subject to any form of interference 

and/or conditioning by parties within the Branch or the Bank;  
 it reports directly to the Branch’s top management;  
 it is not attributed any operational duties, and also does not participate in operational 

decision-making or activities, in order to protect and ensure its objective judgement;  
 it has adequate financial resources to properly carry out its activities; 
 the internal functioning rules of the Supervisory Body are defined and adopted by the 

body itself; 
 professionalism, as the professionals present within the Supervisory Body must provide it with 

a set of skills in the areas of control system inspection activities and analysis, as well as law; to 
that end, the Supervisory Body also has the right to rely on company functions and internal 
resources, in addition to external consultants; 

 continuity of action, as the Supervisory Body is an ad hoc body dedicated exclusively to the 
supervision of the functioning and observance of the Model; 

 integrity and absence of conflict of interests.  
 
The Legal Representative/General Manager assesses: (i) the continuing fulfilment of the above-
mentioned requirements and conditions of operational efficiency of the Supervisory Body, (ii) whether 
members of the Supervisory Body meet the subjective requirements of integrity and skill and (iii) 
whether they have any conflicts of interests, in order to further ensure the autonomy and independence 
of the Supervisory Body.  
 

15.5  Functions, activities and powers of the Supervisory Body 
 
In compliance with the provisions of art. 6, paragraph 1 of Decree 231, the SB is responsible 
for supervising the functioning and observance of the Model and handling its updating.  
 
In general, therefore, the SB has the following duties:  
verification and supervision with respect to the Model, i.e.:  

- verifying the adequacy of the Model to prevent the occurrence of unlawful behaviours, 
as well as to detect them should they occur;  

- verifying the effectiveness of the Model, i.e., the consistency between actual 
behaviours and those formally established in the Model;  

- carrying out analyses on the continuing fulfilment over time of the requirements of 
Model robustness and functionality; 
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updating of the Model, i.e.:  
 working to ensure that the Legal Representative/General Manager handles the 

updating of the Model, and proposing adjustments if necessary to improve its 
suitability and effectiveness;  

information and training on the Model, i.e.:  
 promoting and monitoring initiatives meant to favour dissemination of the Model 

to all parties required to respect its provisions;  
 promoting and monitoring initiatives, including courses and communications, 

aiming to favour adequate knowledge of the Model by all Addressees;  
 assessing requests for clarification and/or advice from company functions or 

resources, or from the administrative and control bodies, if connected and/or 
associated with the Model;  

management of information flows from and to the SB, i.e.:  
 ensuring the precise fulfilment by the parties concerned of all reporting activities 

inherent in compliance with the Model;  
 examining and evaluating all information and/or reporting received and 

associated with compliance with the Model, including as regards any violations 
thereof;  

 informing the competent bodies, specified below, with respect to the activity 
carried out, the relative results and planned activities;  

 reporting to the competent bodies, so they may take the appropriate measures, 
any Model violations and the responsible parties, proposing the penalty deemed 
most appropriate with regard to the actual situation;  

 in the event of controls by institutional parties, including the Public Authorities, 
providing the necessary informational support to inspection bodies;  

 follow-up activities, i.e., verifying the implementation and effective functioning of the 
solutions proposed. 

 
To complete the tasks it has been assigned, the SB is vested with all powers necessary to 
ensure precise and efficient supervision of the functioning and observance of the Model.  
 
Also through the resources available to it, the SB is entitled to, for example:  

- carry out, including with no advance notice, all audits and inspections deemed 
appropriate to properly carry out its duties;  

- arrange for, if necessary, interviews with resources who can provide indications or 
useful information on the performance of company activities or any malfunctioning or 
violations of the Model;  

- make use of adequate financial resources to meet all needs associated with the 
proper completion of its duties; 

- rely, under its direct supervision and responsibility, on the support of all Branch and 
Bank structures or external consultants, on the basis, as regards the relationship with 
them, of company guidelines and procedures and after having them sign adequate 
confidentiality agreements. 

In particular, to carry out its tasks and functions, it relies on the structural and systematic 
cooperation of certain Functions with a specific role within the Branch’s governance system 
(i.e., Internal Audit, internal operational risk control functions, legal, compliance, human 
resources, etc.). 
 
The Supervisory Body is required to report the results of its activities to the Legal 
Representative/General Manager of the Branch.  
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In particular, the SB reports on violations of the Model detected in view of the imposition of the 
relative penalties and, when cases take place that bring to light serious critical issues in the 
Model, it presents proposals for amendments or additions. 
The Supervisory Body prepares an informational report for the Legal Representative/General 
Manager at least once per year on the supervisory activity carried out and on the results of that 
activity, as well as on the implementation of the Organisation, Management and Control Model 
within the Branch. 
 
The Supervisory Body may report directly to the Bank Control Functions (Head Office) in the 
event of specific critical issues relevant for the purposes of Italian Legislative Decree no. 
231/2001 regarding the Legal Representative/General Manager. 
 
The Supervisory Body’s activities cannot be objected to by any company body, structure or 
function without prejudice, in any event, to the obligation of the Legal Representative/General 
Manager to supervise the adequacy of the Supervisory Body and its actions, as he is in any 
event responsible for the functioning and effectiveness of the Model adopted for the Italian 
Branch. 
 
To carry out the supervisory functions it has been assigned, the Supervisory Body may make 
use of adequate financial resources and has the right to rely - under its direct supervision and 
responsibility - on the support of internal company structures and, if necessary, on external 
consultants in compliance with the applicable company procedures.  
 
The Supervisory Body is responsible for the governance of its internal functioning. It must 
define in a specific regulation the aspects relating to carrying out supervisory functions, 
including determining the frequency of controls, identifying analysis criteria and procedures, 
taking minutes at meetings, governing information flows, and so on. 
 

15.6  Information flows involving the Supervisory Body 
 
Information flows and reports to the Supervisory Body 
 
The Supervisory Body, as the body responsible for supervising the functioning and the 
compliance with the Model, is the addressee of: 
 
a) information flows (hereinafter also referred to as "Information flows"), periodic or ad hoc 
(upon occurrence of the event), addressed by those responsible for the sensitive activities 
contemplated in the Model and having as their object: 
 
i. information relating to sensitive activities for which it is responsible;  
 ii. information relating to the activities of the Branch, including, without limitation:  
information relating to organisational changes or changes in current company procedures; 
updates to the system of powers and proxies; any communications from the independent 
auditors concerning aspects that may indicate a lack of internal controls; decisions relating to 
the application for, disbursement and use of public funds; periodic reports on health and 
safety at work, as well as all data relating to accidents at work occurring at the sites of the 
Branch; the annual report prepared by the Branch pursuant to Chapter 7, Section VII of Bank 
of Italy Circular no. 263 of 2006 (as updated on 2 July 2013); the results of any internal audit 
activities aimed at verifying the actual compliance with the Model and Code of Conduct 
adopted by the Aareal Bank Group; 
iii.  a detailed indication of any proposed amendments to the prevention protocols, 
particularly in the event of changes in the performance of activities identified by the Model as 
sensitive; 
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 iv. any suggestions/additions in order to strengthen the Model adopted pursuant to the 
Decree.  
 
The purpose of the information flows addressed to the Supervisory Body is to facilitate and 
improve its control planning activities and does not require it to carry out systematic and 
timely checks on all the phenomena represented. 
 
The Branch, in order to enable both the so-called "top management" and the so-called 
"subordinates" to address information flows to the Supervisory Board, has activated the 
following communication channels. 
- electronic mail: to the following address odv231aareal@legalmail.it ;  
- internal mail: on plain paper or by filling in the appropriate form addressed to the attention 
of the Secretariat of the Supervisory Board, at the Branch address. 
 
For further details on the subject of information flows, responsibilities and management 
methods, please refer to the contents of the Internal Organisational Note, to be considered 
as an integral part of the Model. 
 

16 INTERNAL COMMUNICATION CHANNELS AND 
PROTECTION OF REPORTING PERSON 

 
The reporting system implemented at group level and also valid for the Branch provides for 
the following internal reporting channels: 
i. line manager; 
ii. whistleblower office (in person or by phone); 
iii. email (Speakup@areal-Bank.com); 
iv. letter/mail; 
v. SpeakUp IT tool. 
 
In accordance with the provisions of Legislative Decree 24/2023, implementing Directive (EU) 
2019/1937 of the European Parliament and of the Council of 23 October 2019, the Branch has 
adopted as internal reporting channel the SpeakUp IT tool. 
 
The above-mentioned channel: 
a. allow reports to be made in writing, including by computerised means, orally, by means of 
or, at the reporting party's request, by means of voice messaging service, a face-to-face 
meeting set within a reasonable period of time; 
b. guarantee the confidentiality, including by the use of encryption tools: of the reporter, the 
facilitator, the person involved or in any case the persons named in the report, the content of 
the report and the relevant documentation. 
For further details on the subject of the reports, the responsibilities and procedures for handling 
them, and the coordination between the Whistleblowing Office and the Supervisory Board, 
please refer to the contents of the "Procedural Guidelines Whistleblowing Procedure" and the 
related Addendum for Rome Branch and the documents referred to therein, which are to be 
considered an integral part of the Model. 
 
The above-mentioned reporting system, without prejudice to any legal obligations, the 
protection of the rights of the Branch and of persons accused erroneously or in bad faith, 
guarantee: 
 
the protection of the confidentiality of the identity of the reporter (and persons assimilated to 
him/her) and of the alleged perpetrator of the violations, as well as, the subject of the report 
and the related documents. To this end, it is required to: 
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o disclose the identity of the whistleblower only after written notification of the reasons for 
disclosing the data relating to the whistleblower's identity and the whistleblower's prior written 
consent, when knowledge of the whistleblower's identity is indispensable for the 
whistleblower's defence or for the defence of the person concerned; 
o separate the identification data of the reporter from the content of the report, so that the 
report can be processed anonymously and the subsequent association of the report with the 
identity of the reporter is possible only when strictly required; 
protection of the whistleblower against retaliatory, discriminatory or otherwise unfair conduct 
arising from the report. To this end, retaliatory or discriminatory acts, whether direct or indirect, 
even if only attempted or threatened, are prohibited for reasons directly or indirectly linked to 
the reporting. Moreover, the adoption of discriminatory measures against the persons making 
the above-mentioned reports may be reported to the ANAC for measures within its 
competence. 
 

 

17 REPORTING TO THE GENERAL MANAGER  
 
In any case, the Supervisory Body: 

- in case of particular needs or in case of urgency, it reports at any time to the General 
Manager of the Branch, who takes the most appropriate decisions; 

- report in writing to the General Manager of the Branch on the activity carried out and 
on its outcome, providing also a forecast of the general lines of action for the 
following period, highlighting, in particular, the objectives and priorities of controls, the 
activities to perform, expenditure and resource budgets, and estimated timescales; 

- report directly to NFR Non-Financial Risks in the event that the report concerns a 
conduct adopted by the General Manager. 

 
Finally, it should be noted that the Supervisory Body may report to the Legal 
Representative/General Manager of the Branch at any time it deems appropriate. In the case 
of meetings, minutes are always drawn up. 
 
 

18 UPDATING OF THE MODEL 
 
The SB is also responsible for reporting the need to update the Model. Updating is required, 
for example, as a result of changes in organisational structures or operating processes, 
significant violations of the Model and new legislation.  
Communications and training on Model updates must follow the procedures required for 
approval. 


